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June 15, 2017 (U) Background (cont'd) 

(U) Objective 
(U) We determined whether the DoD has implemented 

cybersecurity controls to protect, detect, counter, and 

mitigate potential cyber attacks on control systems 1 that 

support DoD critical missions or assets. 

(U) Background 
(U) DoD Instruction 8510.01, "Risk Management 

Framework for DoD Information Technology," 

March 12, 2014, incorporating change 1, May 24, 2016, 

mandates all DoD information technology, including 

control systems, be appropriately secured against 

cyber attacks by implementing the National Institute of 

Standards and Technology Rislc Management Framework. 
In the past, control systems were generally not connected 

to information technology networks and did not contain 

complex computing capabilities; therefore, they could be 

adequately protected us.ing physical security measures. 

However, those legacy control systems and their 

components are being updated or replaced with 

commercially available hardware and software creating a 

greater need to secure the systems. Due to their unique 

performance, reliability, and safety requirements, control 

systems require modification to the standards that are 

commonly used to secure traditional information 
technology systems. The National Institute of Standards 

and Technology describes how to develop those 

specialized sets of security controls, known as "overlays" 

to reduce the need for case-by-case modifications and 

ensure consistent implementation. Overlays can be 

(U) Government-wide, such as those published by the 

Committee on National Security Systems, or 

organization-specific, which can be approved and issued 

by Departments and agencies. The DoD has adopted the 

use of overlays and developed overlays for other 

non-typical information systems including nuclear 

command and control systems. However, the DoD has not 

yet incorporated a control systems overlay into 

its procedures. 

(U) Finding 
-ts,, Cheyenne Mountain Air Force Station 721st and 

Scott Air Force Base 375th Civil Engineer Squadron 

Information Assurance Managers did not fully implement 

cybersecurity controls to protect, detect, counter, and 
mitigate potential cyber attacks on control systems that 

provide essential infrastructure services to Tier I Task 

Critical Assets.2 Specifically, 721st and 37 5th Civil 

Engineer Squadt·on Information Assurance Managers 

did not: 

• fG7 sufficiently configure control systems to 
protect against unauthorized system 
modifications and counter malicious software 
threats; and 

• ~ consistently monitor control system activity to 
detect and mitigate incidents3 or intrusions. 

1 (U) Control Systems are specialized systems and mechanisms that ensure installation infrastructure serv ices. such as heating, cooling. ventilation and 
air conditioning, are delivered when and where required to accompligh the mission. 

2 (U) Tier J Task Critical Assets are of such extraordinary importance that their loss or destruction results in failure of strategic national- or theater-level missions 
or Functional capabilities. 

3 (U) Actions taken through the use of computer networks that result in an actual or potentially adverse effect on an information system and/or the Information 
residing therein. 
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(U) Finding (cont'd) 

(U) Cybersecurity controls were not fully implemented 

because the DoD did not develop and issue an overlay to 

address the unique security needs for control systems. In 

addition, the Air Force did not update its Engineering 

Technical Letter11-1 "Civil Engineer Industrial 

Control System Information Assurance Compliance," 

March 30, 2011, or provide training for implementing 

adequate control system cybersecurity. 

(-6, The lack of adequate cybersecurity on control systems 

supporting Tier I Task Critical Assets put DoD missions at 

an increased risk of fa ilure. For example, Scott Air Force 

Base and Cheyenne Mountain Air Force Station have 

information technology systems categorized as Tier I Task 

Critical Assets that depend on reliable, uninterrupted 

cooling provided by heating, ventilation, and air 

conditioning systems. A ·uccessful cyber attack on those 

heating, ventilation, and air conditioning control systems 

could allow adversaries to compromise the Tier I Task 

Critical Assets leading to DoD critical mission failure. 

(U) Recommendations 

(U) We recommend that the: 

• (U) DoD Chief Information Officer develop and 

issue a control system overlay or mandate the 

use of National Institute of Standards and 
Technology Special Publication 800-82 Revision 2, 
Appendix G, as the specific set oftailored 

cybersecurity controls for all control systems 

across the Department. 

• (U) Headquarters Air force Director of Civil 

Engineers update Engineering Technical 

Letter 11-1 or issue new guidance for control 

system cybersecurity. When updating or 

issuing new 

(U) guidance, Headquarters Air Force Director of 

Civil Engineers sJ1ould consider the requirements 

outlined in National Institute of Standards and 

Technology Special Publication 800-82, 

Revision 2, Appendix G. 

• (U) Headquarters Air Force Director of Civil 

Engineers develop and implement cybersecurity 

training for all civil engineer personnel 
responsible for control system 

cybersecurity management. 

(U} Management Actions Taken 

(U) We provided a discussion draft with the find ing and 

recommendations of this report to the DoD CIO and the 

Air Force on May 4, 2017. The DoD CIO and the Air Force 

agreed and had no substantive comments on the 

discussion draft. Therefore, we did not require a written 

response, and are publishing this report in final form. 

(U) During the audit, we advised the Director, 

Cybersecurity / Acquisition Implementation and 

Integration, from the Office of the DoD Chieflnformation 

Officer and Air Force Deputy Director of Civi1 Engineers, 

from the Office of the Deputy Chief of Staff for Logistics, 

Engineering, and Force Protection, of the policy 

deficiencies related to control system cybersecurity. 

We also advised the Air Force, Deputy, Director Civil 

Engineers of the d eficiencies r elated to cybersecurity 

training for civil engineer personnel. Furthermore, we 

issued a classified notice of concern to the Commander, 

375th Civil Engineering Squadron, to address significant 

cybersecurity deficiencies requiring immediate attention. 

(U) The Director, Cybersecurity/Acquisition 

Implementation and Integration, acknowledged the lack of 

control systems overlay as a deficiency and agreed to take 

corrective actions to update existing guidance or issue a 
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{U) Management Actions (cont'd) 

(U) memorandum directing DoD Components to use the 

National Institute of Standards and Technology Special 

Publication 800-82, Revision 2, Appendix G, as the 

applicable control system overlay. The Director's response 

addressed all specifics of the recommendation; therefore, 

the recommendation is resolved but remains open. 

We will close the recommendation once we receive and 

analyze the updated or new guidance to ensure it provides 

a specific set ofsecurity controls for control systems. 

(U) In an unsolicited response to our classified notice of 

concern, the Deputy Director of Civil Engineers 

acknowledged the lack of guidance for control systems 

cybersecurity and stated that Headquarters Air Force, 

Directorate of Civil Engineers was finalizing a replacement 

guidance for Engineering Technical Letter 11-1. On 

February 2, 2017, the Headquarters Air Force Deputy Chief 

of Staff for Logistics, Engineering and Force Protection 

issued Air Force Guida11ce Memorandum 2017-32-01 4 

directing implementation of the National Institute of 

Standards and Technology Special Publication 800-82 

Revision 2, Appendix G, to the greatest extent possible. 

The Air Force actions taken addressed all specifics of the 

recommendation to issue new policy for control system 

cybersecurity; therefore, the recommendation is closed, 

(U) In addition, the Deputy Director of Civil Engineers 

agreed to take corrective actions to address the lack of 

trained civil engineer personnel responsible for control 

system cybersecurity. Specifically, the Deputy Director 

stated that the Air Force secured funding for FYs 2018 

through 2022 to provide full-time cybersecurity 

professionals at each base dedicated to managing the 

control system cybersecurity efforts, including conducting 

and maintain ing accurate inventories, performing mission 

support analysis, managing and configuring control system 

(U) networks, conducting self-assessments of security 

controls, and performing cybersecurity maintenance and 

lifecycle management. Furthermore, in January 2017, the 

Deputy Director of Civil Engineers issued the "Air Force 

Civil Engineer Control Systems Cybersecurity 

Implementation Plan," which outlines a strategic approach 

for control system cybersecurity tra ining across the Air 

Force. The Air Force response addressed all specifics of 

the recommendation to ensure control systems personnel 

are properly trained; therefore, the recommendation is 

resolved but remains open. We will close the 
recommendation once we verify that cybersecurity 

professionals are actively managing cybersecurity efforts 

at each base, and the control system cybersecurity training 

program is being implemented. 

• (U) Air Force Guidance Memorandum, "Civil Engineer Contro l Systems Cybersecurlty," February 2, 2017. 
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(U) Recommendations Table 

Unclassified 

Management 
Recommendations 

Unresolved 
Recommendations 

Resolved 
Recommendations

Closed 

DoD Chief Information Officer None 1 None 

Headquarters Air Force 
Director of Civil Engineers 

None 3 2

Unclassified 

(U) Note: The following categories are used to describe agency management's comments to individual recommendations: 

• (U) Unresolved - Management has not agreed to implement the recommendation or has not proposed actions that 
will address the recommendation. 

• (U) Resolved - Management agreed to implement the recommendation or has proposed actions that will address the 
underlying finding that generated the recommendation 

• (U) Closed - The DoD OIG verified that the agreed upon corrective actions were implemented. 
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SECRET 
INSPECTOR GENERAL 

DEPARTMENT OF DEFENSE 
4800 MARK CENTER DRIVE 

ALEXANDRIA, VIRGINIA 22350-1500 

June 15, 2017 

(U) MEMORANDUM FOR DOD CHIEF INFORMATION OFFICER 
ASSISTANT SECRETARY OF THE AIR FORCE 

(FINANCIAL MANAGEMENT AND COMPTROLLER) 

(U) SUBJECT: Control Systems Supporting Tier I Task Critical Assets Lacked Basic 
Cybersecurity Controls (Report No. DODIG-2017-093) 

,Ee, We are providing this report for information and use. Cheyenne Mountain Air Force 

Station 721st and Scott Air Force Base 375th Civil Engineer Squadron Information Assurance 

Managers did not fully implement cybersecurity controls to protect, detect, counter, and mitigate 

potential cyber attacks on control systems providing essential infrastructure services to Tier I Task 
Critical Assets. Specifically, the Information Assurance Managers did not sufficiently configure 
control systems to protect against unauthorized system modifications and counter malicious 

software threats and did not consistently monitor control system activity to detect and mitigate 
incidents or Lntrusions. The lack of adequate cybersecurity on control systems supporting 

Tier JTask Critical Assets put DoD missions at an increased risk of failure . We conducted this audit 
in accordance with generally accepted government auditing standards. 

(U) During the audit, we notified the Director, Cybersecurity / Acquisition Implementation and 
Integration, Office of the DoD Chief Information Officer; and the Air Force Deputy Director of Civil 

Engineers, Office of the Deputy Chief of Staff for Logistics, Engineering and Force Protection about 
the identified deficiencies. To address the lack of guidance for Air Force control systems 

cybersecurity, Headquarters Air Force, Deputy Chief of Staff for Logistics, Engineering and Force 
Protection issued Air Force Guidance Memorandum 2017-32-01, "Civil Engineer Control Systems 

Cybersecurity," February 2, 2017, directing the implementation of the National Institute of 

Standards and Technology Special Publication 800-82 Revision 2, Appendix G. The Deputy Chief of 
Staffs actions taken addressed all specifics of Recommendation 2; therefore, the recommendation 
is closed. 

(U) The Headquarters Air Force Deputy Di rector ofCivil Engineers agreed to take corrective actions 
to address the lack of trained civil engineer personnel responsible for control system cybersecurity. 
The Deputy Director stated that the Air Force secured funding for FYs 2018 through 2022 to 
provide full-time cybersecurity professionals at each base dedicated to managing the cybersecurity 

efforts. Additionally, in January 2017, the Deputy Director of CLVil Engineers issued the "Air Force 
Civil Engineer Control Systems Cybersecurity Implementation P lan," which outlines a strategic 

approach for control system cybersecurity training across the Air Force. According to the 
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(U) implementation plan, the Air Force is evaluating training al ready available from both 

commercial and government communities to serve as the foundation for a comprehensive training 

program on control system cybersecurity. The Deputy Director's actions addressed all specifics of 

Recommenda tion 3; therefore, the recommendation is resolved but remains open. We will close 

Recommendation 3 once we verify that cybersecurity professionals are actively managing control 

systems cybersecurity efforts at each base, and the control system cybersecuritytraining program 

is being implemented. 

(U) In addition, the Director, Cybersecurity/ Acquisition Implementation and Integration, Office of 

the DoD Chief Information Officer, acknowledged the lack of a control systems overlay as a 

deficiency and agreed to take corrective actions by updating existing guidance or issuing a new 

instruction requiring the use of applicable control systems overlay. The Director's actions 

addressed all specifics of Recommendation 1; therefore, the r ecommendation is reso]ved but 

remains open. We will close Recommendation 1 once we obtain and analyze the guidance and 

determine it provides a specific set of cybersecurity controls for control systems. 

(U) We appreciate the courtesies extended to the staff. Please direct questions to me at 

(b) (6) (DSN rmj@@ ). 

~ 

Carol N. Gorman 
Assistant Inspector General 
Readiness and Cyber Operations 
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(U) Introduction 

(U) Objective 

(U) Our audit objective was to determine whether the DoO implemented cybersecurity controls to 
protect, detect, counter, and mitigate potential cyber attacks on control systems5 supporting DoD 
critical missions or assets. See Appendix A for the scope and methodology and prior audit coverage 
related to ow· objective. See the Glossary for specialized terms used throughout the report. 

(U) Background 

(U) The United States relies on the Internet, cyberspace systems, and data for a wide range of 
critical services. This reliance leaves its individuals, military, businesses, schools, and Government 
vulnerable to the real and dangerous cyber threats6 posed by well-resourced foreign intelligence 
and military services, and non-state actors, such as terrorist groups. Since 2011, the number of 
reported cyber incidents on critical infrastructure 7 has more than doubled. For example, from 
FYs 2011 to 2015, the number of cyber incidents reported to the Department of Homeland 
Security's Industrial Control Systems Cyber Emergency Response Team (ICS-CERT)8 increased 
from 140 incidents to 295 incidents, an increase oflll percent. Furthermore, in 2016, ICS-CERT 
expressed concern about the rise in targeted and successful malware campaigns allowing 
sophisticated threat actors to manipulate control system settings, control processes, and destroy 
data and equipment. According to the DoD's April 2015 Cyber Strategy, a cyber attack on the 
critical infrastructure that the DoD relies on for its operations could impact the U.S. military's ability 
to operate in a contingency. 

(U) Defense Critical Infrastructure Program 

(U) The DoD relies on a global network of Defense Critical Infrastructure so essential that the 

incapacitation, exploitation, or destruction of an asset within the network could severely affect the 

DoD's ability to deploy, support, and sustain its forces and operations worldwide and to implement 

its core missions. To identify and help assure the availability of this mission-critical infrastructure, 

in August 2005, the DoD established the Defense Critical Infrastructure Program 9 and formalized 

• (U) Control systems are specialized systems and mechanisms that ensure installation infrastructure services (for example, electricity, 

fluids, gases, air, traffic, and people) are delivered when and where required to accomplish the mission. 

• (U) Cyber threats include any circumstance or event with the potential to adversely affect organizational operations, assets, individuals, 

or the Nation through an information system through unauthorized access, destruction, disclosure, modification of information, or 
denial of access. 

' (U) Critical infrastructure is defined as the systems or assets so vita l to the United States that their incapacitation or destruction would 

have a debilitating effect on nati onal and economic secur ity, pub lic health and safety. 

' (U) The I CS-CERT mission is to guide a cohesive effort between Government and industry to improve the cybersecurity posture of control 

systems within the Nation's critical infrastructure. ICS-CERT coordinates control systems-related securi ty incidents and provides focused 

operational capab ilities for defense of control system environments against emerging threats. 

' (U) DoD Di rective 3020.40, "Defense Critical Infrastructure Program," August 19, 2005, cancelled and reissued as DoD Directive 3020.40, 
"Mission Assurance." November 29, 2016. 
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(U) the process for identifying and prioritizing its critical infrastructure in 2008.10 The DoD 
annually compiles a list of Defense Critical Infrastructure consisting of all DoO-owned and 
non-DoO-owned infrastructure essential to accomplish the DoD's missions. To support this effort, 
the combatant commands and Military Services are to identify and place their critical assets into 
prioritized tiers, including Tier I Task Critical Assets, which are assets of such extraordinary 
importance that their loss or destruction results in failure of strategic national-level or theater-level 

missions or functional capabilities. 

{U) Control Systems 

(U) On DoD installations, control systems are primarily associated with ensuring installation 
infrastructure services-such as environmental services-are delivered when and where required 
to accomplish the mission. Examples include electrical infrastructure, for which control systems 
regulate actions, such as opening and closing switches; for water pipes, opening and closing valves; 
and for buildings, operating the heating, ventilation, and air conditioning (HVAC) systems. 

(U) Initially, many control systems had little resemblance to traditional information technology 
systems because they were isolated systems running proprietary hardware and software. 
Additionally, control systems had long life cycles typically exceeding 20 years, while traditional 
information technology life cycles generally do not exceed 3 years. However, control systems and 
their components are being updated or replaced with Internet-capable devices and implemented 
using industry-standard computers, operating systems, and network protocols. While the 
integration of information technology solutions to control system operations supports new 
capabilities, it also provides significantly less isolation for control systems and increases the risk of 
cybersecurity vulnerabilities and attacks. In a February 2016 memorandum to the Secretary of 
Defense, the Commanders of U.S. Northern Command and U.S. Pacific Command identified 
cyber attacks to control systems as an emerging threat having serious consequences on their ability 
to execute critical missions if not addressed. 

(U) Control System Cybersecurity Policy 
(U) In March 2014, the DoD Chief Information Officer issued policy11 establishing the requirement 
that all DoD information technology, including control systems,12 be appropriately secured against 
cyber attacks by implementing the National Institute of Standards and Technology (NIST) Risk 
Management Framework. DoD Instruction 8510.01 requires systems to be categorized according to 
the potential impact (low, moderate, or high) resulting from the loss of confidentiality, integrity, 

•0 (U) DoD Manual 3020.45-M, "Defense Critical Infrastructure Program: DoD Mission-Based Critical Asset Identification Process, Volume 1," 
October 24, 2008. 

11 (U) DoD Instruction 8500.01, "Cybersecurity," March 12, 2014; and DoD Instruction 8510.01, "Risk Management Framework for 
DoD Information Techno logy," March 14, 2014, Incorporating Change 1, May 24, 2016. 

" (U) DoD Instruction 8510.01 uses the term platform information technology systems to categorize the types of systems that include 
control systems. The DoD defines platform information technology systems as a collection of information technology hardware and 
software that is physically part of, dedicated to, or essential In real time to the mission performance of special purpose systems, and that 
is structured by physical proximity or by function. Because control systems are the focus of this report, we are using the term "control 
system" rather than "platform information technology systems." 
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(U) and availability if a security breach occurs. This categorization process determines the 
corresponding set of security controls from NIST SP 800-53, Revision 4, that should be 
implemented for the system. According to the NIST, although some characteristics are similar, 
control systems have different requirements than traditional information technology systems, 
which created difficulties when implementing standard security controls. Due to their unique 
performance, reliability, and safety requirements, control systems often require modification to the 

standards that are commonly used to secure traditional information technology systems. 
NIST guidance describes how to develop those specialized sets of security controls, known as 
overlays, to reduce the need for case-by-case modifications and ensure consistent implementation. 
Overlays can be Government-wide, such as those published by the Committee on National Security 
Systems, or organization-specific, which can be approved and issued by Departments and agencies. 
The DoD has directed the use of overlays and developed overlays for other non-typical information 
systems, including nuclear command and control systems. In May 2015, the NIST issued Special 
Publication 800-82, "Guide to Industrial Control Systems Security," Revision 2, which provides 
guidance on control system environments. 

{U) Air Force Initiatives to Improve Security on Control Systems 

(U) On March 30, 2011, the Air Force issued Engineering Technical Letter 11-1 "Civil Engineer 
lndustrial Control System Information Assurance Compliance" to provide technical guidance and 
criteria for information assurance of civil engineer control systems and assign personnel 
responsible for implementing such requirements. Specifically, Engineering Technical Letter 11-1 
requires Base Civil Engineers to appoint control systems information assurance managers (IAMs) 
to be responsible for implementing control systems cybersecurity. Furthermore, in June 2014, the 
Air Force Civil Engineer Center (AFCEC) and Air Forces Cyber signed a collaboration agreement to 
enhance the security of control systems that support Air Force critical infrastructure around the 
world. Subsequently, in 2015, the Air Force established Task Force Cyber Secure to identify and 
better understand cybersecurity vulnerabilities that could impact critical missions for the Air Force, 
including those vulnerabilities related to control systems. 

(U) Review of Internal Controls 

fG, DoD Instruction 5010.40 requires DoD organizations to implement a comprehensive system of 
internal controls that provides reasonable assurance that programs are operating as intended and 
to evaluate the effectiveness of the controls.13 We identified control weaknesses related to control 
systems cybersecurity. Specifically, DoD and Air Force civil engineer units did not have adequate 
policy and guidance to ensure consistent implementation of cybersecurity controls on control 
systems supporting Tier 1 task critical assets. Additionally, the Air Force did not ensure that Civil 
Engineer Squadron (CES) personnel received cybersecurity training. We will provide a copy of this 
report to the senior officials responsible for internal controls at the Office of the DoD Chief 
Information Officer and Headquarters Air Force, Directorate of Civil Engineers. 

13 (U} DoD Instruction 5010.40, "Managers' Internal Control Program Procedures," May 30, 2013. 
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(U) Finding 

Finding 

(U) Control Systems Supporting Tier I Task Critical Assets 

Lacked Basic Cybersecurity Controls 
~  Cheyenne Mountain Air Force Station (CMAFS) 721st and Scott Air Force Base (AFB) 
375th Civil Engineering Squadron (CES) IAMs did not fully implement cybersecurity 
controls to protect, detect, counter, and mitigate potential cyber attacks on control systems 
providing essential infrastructure services to Tier I Task Critical Assets. Specifically, the 
IAMs did not: 

• ~ sufficiently configure control systems to protect against unauthorized system 
modifications and counter malicious software14 threats; and 

• ~) consistently monitor control system activity to detect and mitigate incidents 
or intrusions. 

~) Cybersecurity controls were not fully implemented at CMAFS and Scott AFB because the: 

• (U) DoD did not develop and issue an overlay of cybersecurity controls for 
control systems; 

• (U) Air Force did not update existing policy for control systems; and 

• (U) Air Force did not provide training or guidance to base personnel for 
implementing cybersecurity controls on control systems. 

~  Lack of basic cybersecurity on control systems that provide essential infrastructure 
services to Tier I Task Critical Assets increases the risk of strategic national-level or 
theater-level mission failure. For example, Scott AFB and CMAFS have information 
technology systems categorized as Tier I Task Critical Assets that depend on reliable HVAC 
systems to provide uninterrupted cooling. A successful cyber attack on those HVAC control 
systems could allow adversaries to compromise the Tier I Task Critical Assets, leading to 
DoD critical mission failure. 

" (U) Malicious software, also known as malware, is intended to perform an unauthorized process that will have adverse impact on the 
confidentia lity, Integri ty, or avai labili ty of an information system. 
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(U) Finding 

Environmental Control Systems at Cheyenne Mountain 

Air Force Station and Scott Air Force Base 

~) CMAFS and Scott AFB have mission-critical systems that require the use of building automation 
systems. 15 CMAFS uses the Operational Management Control System (OMCS), and Scott AFB uses 

the Energy Management Control System (EMCS). The OMCS and EMCS are standalone networks 16 

with interconnected components throughout each base. Each installation use its systems mainly 
for monitoring and controlling the HVAC needs for the installation including selected Tier 1 Task 

Critical Assets. For example, CMAFS is a self-contained underground facility that depends on the 
OMCS to provide essential services, such as HVAC, throughout the complex. The following figure 
illustrates a quote from Major General Clifton D. Wright Jr; Director Air Force, Engineering and 

Services, identifying HVAC as one of the most essential services supporting CMAFS. 

f_§,} Fi9ure. Cheyenne Mountain Air Force Station 

(U) Source: DoD OIG. 

15 (U) Building automation ,ystems, sw:h as Energy Management Control Systems, provide cent ralized control- through software and 
hard ware (for example, computer modems, sensors, controllers, and prlnters)-to monitor and adj ust building systems (for example, 
temperature settings and schedules for running equipment)-such as a hea ting and cooling systems. 

16 (U ) Standalone networks (a lso known as closed networks) are not connected to any other network a11d do not tr;insmit, receive, route, or 
exchange Information outside of the system's authoriza t ion boundary. 
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(U) Control Systems Were Not Securely Configured 

~  CMAFS 721st and Scott AFB 375th CES IAMs did not sufficiently configure control systems to 
protect against unauthorized system modifications and counter malicious software (malware) 
threats to the OMCS and EMCS. Specifically, the IAMs did not: 

• ~ identify and disable unnecessary control system communication ports and 
services; and 

• ~install virus protection and Windows security updates and patches as they 
became available. 

~  In addition, Scott AFB 375th CES personnel did not remove computers that used unsupported 
operating systems from the EMCS network. 

(U) Unnecessary Communications Ports and Services Were 
Not Disabled 
~ CMAFS 721st and Scott AFB 375th CES IAMs did not identify and disable unnecessary control 
system communication ports and services. NIST SP 800-53, Revision 4, requires organizations to 
configure information systems to provide only essential capabilities, including prohibiting or 
restricting the use of unused or unnecessary ports and services. CES personnel at CMAFS 721st and 
Scott AFB 375th did not assess which ports and services were necessary to support the control 
systems or disable physicaJ ports,17 including USB and Ethernet ports, on their workstations. As of 
November and July 2016, IAMs at CMAFS and Scott AFB had been waiting 3 months and 10 months, 
respectively, for AFCEC guidance on how to properly configure their control systems. 

of!,,) The NIST states that open ports and available services are an inviting target for attackers, 
especially if there are known vulnerabilities associated with a given port or service.18 For example, 
while not specific to CMAFS or Scott AFB, in July 2016, the National Security Agency Information 
Assurance Directorate issued a cybersecurity advisory to alert the DoD control system community 
of a commodity malware affecting building automation systems such as those used to operate 
HVAC, fire, and security systems.1 9 The source of the malware was traced to removable media 
connected to control systems through physical ports. 

17 (U) The entry or exi t polnt from a computer for connecting communications or peripheral devices. 

'" (U) NIST Sf> 800-128, "Guide for Security-Focused Configuration Manageme11t of Informa tion System," August 2011. 

" (U) National Security Agency, Informat ion Assurance Directorate, Advisory No. lAA U/00/801939-16, "Commodity Malware on Industria l 
Contro l Systems/Supervisory Control and Data Acquisition Devices," July 18, 2016. 
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(U) Anti-Virus Software Updates Not Installed Timely 

~) The Scott AFB 375th CES 1AM did not install anti -virus software updates on EMCS computers as 
they became available as required by NIST SP 800-53, Revision 4. Scott AFB 375th CES used 
McAfee anti-virus software to identify ma I ware affecting the EMCS. The EMCS system 

administrator's computer had McAfee Rogue System Detection anti-virus software version 4 that 

was last updated on January 11, 2013. McAfee Rogue System Detection version 4 reached its end of 

life on December 31, 2015, and has been replaced by McAfee Rogue System Detection Version 5. 
According to the NIST, anti-virus software should be kept current to detect newly discovered 
malware affecting computer networks and prevent software from performing unintended functions 

that could compromise control systems' missions.20 

{U) Anti-Virus Scans Not Performed Timely 

~ The CMAFS 721st CES JAM did not perform timely virus scans on OMCS computers. Specifically, 
during our site visit in November 2016, we identified that the last virus scan was performed in 

July 2016. CMAFS 721st OMCS computers used the McAfee anti-virus software, which recommends 

monthly virus scans, while quarterly virus scans are considered to be the absolute minimum. 
Accordi ng to the National Security Agency, malware can pose a significant threat to critical control 
system networks.21 Ensuring that periodic virus scans are conducted is critical to protecting 
control systems from cyber attacks. Destructive malware has the capability to target a large scope 

of systems, removing all information and rendering the system inoperable. 

(U) Operating System Security Updates Were Not Implemented 

~ CMAFS 721st and Scott AFB 375th CES IAMs did not install operating system security updates as 
the updates became available. NIST SP 800-53, Revision 4, requires organizations to install 

security-relevant software and firmware updates as they become available. Furthermore, a 
National Security Agency Information Assurance Directorate publication recommends that 

system administrators apply security patches and upgrades to remove known vulnerabilities before 
the vulnerabilities are exploited in a cyber attack.22 During our site visit in November 2016, we 

observed CMAFS OMCS computers with Windows 7 operating systems that had not been updated 

since November 20, 2015. The 721st CES control system 1AM stated that the OMCS contractor 
provided computers with pre-loaded operating system security configurations, but the 1AM had not 
installed any security updates thereafter. The 1AM stated that he did not have t11e train ing to 

0 ' (U) NIST SP 800-83, "Guide to Malware Incident Prevention and Handling," November 2005. 

21 (U) National Security Agency Information Assurance Directorate "Securely Managing Industrial Control System Networks," 
October 1, 2015. 

" (U) National Securi ty Agency, Information Assurance Directorate, "Securing Assets within a Closed Industrial Control Systems 
Network Perimeter, " October 1, 2015. 

lJUDIG·W 17 1193 17 

https://attack.22
https://networks.21
https://missions.20


 

 

 

 

SECRET 

(lJ) Finding 

~) identify or implement applicable security updates for the OMCS. At Scott AFB, the 375th CES 
control system 1AM stated that she could not remember the last time she installed an operating 
system security update on the EMCS computers. Cyber attacks on out-of-date operating systems 
have a higher chance of success because adversaries can exploit known vulnerabilities to gain 
access to the control system network. 

f!iJ' Computer Using Unsupported Operating System at Scott AFB Was 
Not Removed from Control System Network 

~ The Scott AFB 375th CES 1AM did not remove a computer that used an unsupported operating 

system from the EMCS network. NIST SP 800-53, Revision 4, requires the replacement of 

information system components when support for the component is no longer available from the 

developer, vendor, or manufacturer. During a September 2015 risk assessment at Scott AFB, 

AFC EC identified an EMCS computer that used an unsupported operating system. Although, 

Scott AFB 375th CES personnel corrected the vulnerability, we found another computer on the 

EMCS network that used an unsupported operating system. Specifical1y, an EMCS computer at 

building 1575 used the Windows XP operating system, which was no longer supported by Microsoft 

as of April 8, 2014. While we did not identify specific cyber attacks to the EMCS, industry best 

practices and reported incidents show that successful cyber attacks are more likely to occur if an 

unsupported operating system is used. The use of unsupported operating systems increases the 

risk of successful cyber attacks on the EMCS network because Windows XP has well-known severe 

security flaws that cannot be fully removed. 

(U) Control Systems Were Not Consistently Monitored to 

Detect and Mitigate Incidents or Intrusions 

ts,) CMAFS 721st and Scott AFB 375th CES [AMs did not consistently monitor control systems to 

detect and mitigate cybersecurity incidents or intrusions. Specifically, CMAFS 721st and Scott AFB 

375th CES personnel did not: 

• -EG3 perform vulnerability testing on control system computers; and 

• f6t consistently review audit logs for inappropriate and unusual activity, or protect audit 
logs from manipulation. 

~ In addition, Scott AFB 375th CES personnel did not test contractor maintenance computers for 
malware and vulnerabilities before contractors connected them to the EMCS network. 
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(U) Routine Vulnerability Testing Not Conducted 

t'.r) CMAFS 721st and Scott AFB 375th CES IAMs did not perform routine vulnerability testing on 
their control systems. NIST SP 800-53, Revision 4, requires organizations to perform vulnerability 
testing23 on information systems and appl ications. According to the NIST, vulnerability testing can 
identify out-of-date software versions and application patches or system upgrades. In addition, 

vulnerability testing can identify open ports and associated vulnerabilities. The only 
vulnerability testing performed on the Scott AFB EMCS and CMAFS OMCS was performed by 
AFCEC on September 14, 2015, and August 9, 2016, respectively. Both control system IAMs 
stated that they did not have the time or experience to perform such testing. 

(U) Audit Logs Not Consistently Reviewed or Protected 

tS3 CMAFS 721st and Scott AFB 375th CES personnel did not consistently review the audit logs for 
the Windows operating system or the control system software to detect inappropriate or unusual 
activity. NIST SP 800-53, Revision 4, requires organizations to review and analyze audit logs to 
identify indications of unusual and malicious activity. The CMAFS 721st CES 1AM stated that he did 
not review the Windows or control system software audit logs because he did not have the time or 
experience to properly conduct audit logs reviews. The Scott AFB 375th CES system administrator 
stated that he reviewed audit logs every 2 to 3 months or whenever necessary; however, when 
asked, he could not provide evidence to support that those reviews occurred. In addition, the 
system administrator stated that he was not trained to pe1form audit log reviews and that the 
method he used was based on his experience and knowledge performing job-related duties. 

~ Furthermore, the CMAFS 721st CES 1AM did not protect OMCS audit logs from manipulation or 
deletion because he was not trained on how to protect audit logs. NIST SP 800-53, Revision 4, 
requires information system owners to protect audit information and audit tools from 
unauthorized access, modification, and deletion. However, we observed that CMAFS CES personnel 
with OMCS access could delete single audit log events and entire logs from the audit log archives, 
which enables suspicious or malicious activities to go undetected. 

f§I Maintenance Computers at Scott AFB Not Tested for Ma/ware 
and Vulnerabilities 

~ Scott AFB 375th CES personnel did not test contractor maintenance computers for malware or 
vulnerabilities before contractor personnel connected their computers to the EMCS network. 
NIST SP 800-53, Revision 4, requires organizations to approve, control, and monitor maintenance 
tools to prevent malicious code from entering a control system network. Dw·ing our site visit in 

July 2016, the 375th CES JAM stated that contractor personnel perform routine maintenance to 
update the EMCS software using company-provided laptops. The 375th CES 1AM stated she did not 
perform any security testing of contractor laptops to mitigate the r isk ofmalicious software 
infecting the EMCS network. In July 2011, the Idaho National Laboratory, Critical Infrastructure 

" {U) Vulnerability testing involves scanning for improperly configured or incorrectly operating information flow control mechanisms. 
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ffl Cyber Assessment Team, reported the same EMCS network vulnerability at Scott AFB, noting 
that contractors use contractor-provided laptops for personal use and to perform maintenance 
functions. lCS-CERT has reported that infected contractor laptops are a significant source for 
malware and one of the most common and exploitable control system weaknesses. For example, 
while not specific to Scott AFB, in 2016, !CS-CERT identified two successful cyber attacks that 
compromised control systems by targeting contractors' maintenance tools. Those attacks allowed 

sophisticated cyber threat groups to gain direct access to hundreds ofcontrol systems globally. 

(U) DoD and Air Force Guidance and Training for Control 

System Cybersecurity Was Inadequate 

~ Cybersecurity controls were not fully implemented at CMAFS and Scott AFB because the: 

• (UJ DoD guidance did not dearly define control systems cybersecurity requirements; 

• (U) Air Force did not update existing policy for control systems; and 

• (U) Air Force did not provide training to CES personnel on how to implement 
cybersecurity controls on control systems. 

(U) DoD Guidance Did Not Define Cybersecurity Requirements for 
Control Systems 

(U) The DoD Chief Information Officer did not finalize the overlay or promulgate the requirement to 
use NIST SP 800-82, Revision 2, Appendix G.24 According to officials from the DoD Chief 
Information Officer and Deputy Assistant Secretary of Defense for Energy, Installations, and 
Environment, the DoD developed a draft control system overlay in 2013 but agreed to stop the 
effort and instead refer to NIST SP 800-82, Revision 2, Appendix G, as the applicable control system 
overlay to avoid duplication of effort. However, the officials stated that DoD policy had not been 
updated to mandate the use of NIST SP 800-82, Revision 2, Appendix G. The DoD Chief Information 
Officer should develop and finalize the control system overlay or mandate the use of 
NIST SP 800-82 to address the unique control systems' security requirements. 

{U) Air Force Control Systems Cybersecurity Policy Outdated 

(U) In 2011, the Air Force issued Engineering Technical Letter 11-1, which provides guidance for 
civil engineer control system cybersecurity; however, the policy refers to superseded guidance. 
Specifically, the Air Force policy recommends using NIST SP 800-53, Revision 3, Appendix I, as best 
practices for securing control systems. Subsequently, Revision 3 was superseded by Revision 4 in 
April 2014. NIST SP 800-53 Revision 4 did not include Appendix I, which was transferred to 
NIST SP 800-82. In addition, NIST SP 800-82, Appendix G, outlines tailored security controls for 
control systems. As of January 2017, the Air Force had not updated Engineering Technical 
Letter 11-1 to require the use of NIST SP 800-82 or specified a tailored set of controls from 

,.. (U) NIST SP 800-82, Revision 2 "Guide to Industrial Control Systems Security," May 2015. 
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(U) NIST SP 800-53, Revision 4. The Air Force should update Engineering Technical Letter 11-1 or 
issue new guidance for control system cybersecurity and consider the requirements of NIST SP 
800-82, Revision 2, Appendix G to better secure Air Force control systems against cyber attacks. 

(U) Civil Engineer Squadron Personnel Lacked Training 

Est CMAFS 721st and Scott AFB 375th CES personnel were not fully trained to perform their control 
systems responsibilities. Both control system IAMs stated that they were appointed to the IAM 
position because they met the position qualifications, such as an Information Assurance Technical 
Level II certification, as required by Engineering Technical Letter 11-1. According to the CMAFS 
control system 1AM, the only training offered was from the contractor who provides service for the 
control system and the training was unrelated to cybersecurity. The control system LAM at Scott 
AFB stated that besides her previous knowledge in cybersecurity, she had received no further 
training on control systems. CMAFS and Scott AFB CES personnel were unaware of known 
vulnerabilities directly affecting their control system components or how their control systems 
directly impact critical missions and assets at their facility. Therefore, the Air Force should develop 
and implement cybersecurity training for all civil engineer personnel responsible for control 
system cybersecurity management. 

(U) Unsecured Control Systems Put DoD Missions at an 

Increased Risk of Failure 

-ES3 Lack of cybersecurity on control systems that provide essential infrastructure services to 
Tier I Task Critical Assets put DoD missions at increased risk of failure. Because of 
interdependencies of infrastructure services and defense critical assets, a successful cyber attack 
exploiting the EMCS and OMCS vulnerabilities identified in this report could lead to severe 
consequences to DoD missions that depend on those assets. For example, CMAFS is home to the 
721st Communications Squadron Technical Control Facility, a Tier I Task Critical Asset that 
supports the air, space, and missile missions, as well as several other critical missions. The 
Technical Control Facility also houses the information technology servers for two additional 
Tier I Task Critical Assets, Missile Warning Center25 and the Global Strategic Warning/Space 
Surveillance Systems Center. 26 The Technical Control Facility depends on reliable HVAC services to 
provide adequate cooling for these servers. Because HVAC services are monitored and controlled 
through the OMCS, a successful cyber attack could allow adversaries direct access to control the 
environmental operations for CMAFS. In 2015, the Defense Threat Reduction Agency reported that 
the loss of HVAC services to the Technical Control Facility would shut down critical equipment 
supporting the Missile Warning Center and degrade a combatant command's ability to execute 
their missions. 

" f!;) The Missile Warning Center uses a worldwide sensor and communication network to provide warning of missile attacks, either long or 
short range, launched against North America and forces overseas. 

i, ti! The Warning/Space Surveillance Systems Center is responsible for the operations and configurations of the communication processing 
node for the space surveil lance and situational awareness mission. 
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~ In addition, at Scott AFB, building 1575 is a critical base communications facility and primary 
data center for the Tanker Airlift Control Center, Air Mobility Command, U.S. Transportation 
Command, and the Army Surface Deployment and Development Command. Building 1575 contains 

the Global Decision Support System, which is Army Material Command's primary command and 
control system used for mission planning and execution of airlift and air refueling assets. The EMCS 

provides heating and cooling for building 1575. A successful cyber attack exploiting the 

vulnerabilities on the OMCS could allow adversaries direct access to control the environmental 
operations in building 1575, causing critical information technology equipment to overheat and fail. 

In 2013, the Defense Threat Reduction Agency reported that a compromise to EMCS could cause 
extended outages of Global Decision Support System servers and disrupt or incapacitate the 

U.S. Transportation Command critical airlift and refueling missions. 

(U) Suggested Actions, Management Comments, and 

Our Response 

f6t During the audit, we notified Scott AFB 375th CES personnel in a classified notice of concern 

that they had not implemented basic cybersecurity controls for the EMCS (See Appendix B). We 
suggested that management immediately: 

• EB, disable unnecessary ports and services; 

• ~ install updates and security patches on EMCS computers and software; and 

• (~ test contractor laptops for malware and vulnerabilities before connecting them to the 
EMCS network. 

f&j Scott ltFB 375th CES Comments 

(~ In response to the classified notice of concern, the 375th CES Operations Flight Commander 
agreed and provided a copy of the finalized EMCS System Security Plan, which specifically 
addresses all suggested actions. 

(U) Our Response 

ts') We reviewed the EMCS System Security Plan and verified that it included procedures to address 
our suggested actions, such as disabling unnecessary ports, installing software and security 

updates, and using approved Government-owned computers to perform maintenance functions in 
the EMCS network. 
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(U) Recommendations, Management Comments, and 

Our Response 

(U} Recommendation 1 

(U) We recommend that the DoD Chief Information Officer develop and issue a control 
system overlay or mandate the use of National Institute of Standards and Technology Special 
Publication 800-82 Revision 2, Appendix G, as the tailored set of cybersecurity controls for 
all control systems across the DoD. 

(UJ DoD C/0 Comments 

(U) During the audit, we met with the Director, Cybersecurity / Acquisition Implementation and 
Integration, from the Office of the DoD Chief Information Officer to discuss our preliminary findings 
and obtain clarification on the control systems overlay referenced in DoD Instruction 8510.01. 
We notified the Director that DoD Instruction 8510.01 directs DoD Components to implement 
cybersecurity controls from the applicable control systems overlay, but the overlay has not yet been 
developed or specified. The Director acknowledged that the DoD had not developed an overlay and 
agreed to revise DoD Instruction 8510.01 or issue a Cybersecurity Clarification Memorandum 
requi ring the use of NIST SP 800-82, Revision 2, Appendix G, as the applicable overlay for 
control systems. 

(U) Our Response 

(U) The Director's response addressed all specifics of our recommendation; therefore, the 
recommendation is resolved but remains open. We will close Recommendation 1 once we obtain 
and analyze the guidance and ensures that it provides a specific set of security controls for 
control systems. 

(U} Recommendation 2 

(U) We recommend that the Headquarters Air Force Director of Civil Engineers update 
Engineering Technical Letter 11-1 or issue new guidance for contro] system cybersecurity. 
When updating or issuing guidance, Headquarters Air Force Director of Civil Engineers 
should consider adding the requirements outlined in National Institute of Standards and 
Technology Special Publication 800-82, Revision 2, Appendix G. 

(U) Air Force Comments 

~ In an unsolicited response to the notice of concern, the Air Force Deputy Director of Civil 
Engineers, from the Office of the Deputy Chief of Staff for Logistics, Engineering, and Force 
Protection, agreed that civil engineer uni s did not have adequate policy guidance and resources to 
mitigate the vulnerabilities. On February 2, 2017, the Deputy Chiefof Staff for Logistics, 
Engineering, and Force Protection issued Air Force Guidance Memorandum 2017-32-01, "Civil 
Engineer Control Systems," which requires Air Force personnel to implement NIST control systems 
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f63 guidelines27 to the greatest extent possible across all civil engineer-owned or operated control 
systems. The memorandum superseded Engineering Technical Letter 11-1. The memorandum 
establishes specific security controls and procedures for deficiencies identified in this report. For 
example, the memorandum includes procedures for managing computers that use unsupported 
operating systems and outdated anti-virus software, disabling unnecessary ports and services, and 
conducting maintenance procedures. 

(U) Our Response 

(U) The Air Force issued the Air Force Guidance Memorandum 2017-32-01, "Civil Engineer Control 
Systems Cybersecurity," February 2, 2017, directing the implementation of the National Institute of 
Standards and Technology Special Publication 800-82 Revision 2, Appendix G. The memorandum 
also establishes specific security controls and procedures for deficiencies identified in this report. 
The actions taken in response to the notice of concern addressed all specifics of the 
recommendation; therefore, Recommendation 2 is closed. 

(U) Recommendation 3 

(U) We recommend that Headquarters Air Force Director of Civil Engineers develop and 
implement cybersecurity training for all civil engineer personnel responsible for control 
system cybersecurity management. 

(VJ Air Force Comments 

(U) In an unsolicited response to the notice of concern, the Air Force Deputy Director of Civil 
Engineers agreed, stating that the Air Force secured funding for FYs 2018 through 2022 to provide 

full-time cybersecurity professionals at each base. The cybersecurity professionals will be 
dedicated to managing the cybersecurity efforts including conducting and maintaining accurate 
inventories, performing mission support analysis, managing and configuring control system 
networks, conducting self-assessments of security controls, and performing cybersecurity 
maintenance and life cycle management. Furthermore, in January 2017, the Deputy Director of 
Civil Engineers issued the "Air Force Civil Engineer Control Systems Cybersecurity Implementation 
Plan," which outlines a strategic approach for control system cybersecurity training across the 
Air Force. According to the implementation plan, the Air Force is evaluating training already 
available from both commercial and government communities to serve as the foundation for a 
comprehensive training program on control system cybersecurity. 

27 (U) NIST SP 800-53, Revision 4, "Security and Privacy Controls for Federal Information Systems and Organizations," April 2013; and 

NIST SP 800-82, Revision 2, "Gulde to Industrial Control Systems Security," May 2015. 
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(U) Our Response 

(U) The Air Force addressed all specifics of our recommendation; therefore, the recommendation is 

resolved but remains open. We will close Recommendation 3 once we verify that cybersecurity 

professionals are actively managing cybersecurity efforts at each base, and the control system 

cybersecurity training program is being implemented. 
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(U) Scope and Methodology 

(U) We conducted this performance audit from May 2016 through April 2017 in accordance with 

generally accepted government auditing standards. Those standar ds require that we plan and 

perform the audit to obtain sufficient, appropriate evidence to provide a reasonable basis for our 

findings and conclusions based on our audit objectives. We believe that the evidence obtained 

provides a reasonable basis for our findings and conclusions based on our audit objectives. 

(U) During the audit, we met with officials from the following offices: 

• (U) Under Secretary of Defense for Acquisition, Technology, and Logistics; 

• (UJ Under Secretary of Defense for Policy; 

• (U) DoD Chief Information Officer; 

• (U) U.S. Cyber Command; 

• (U) Air Force Office of Information Dominance and Chief Information 

Officer (SAF/CIO A6); 

• (U) Air Force Operations (A3) and Civil Engineering (A4); 

• ~ Cheyenne Mountain Air Force Station (CMAFS); 

• ~ Scott Air Force Base (AFB); and 

• (U) Joint Staff Operations (J3) and C4 and Cyber (J6). 

[U) We reviewed the following criteria: 

• (U) National Institute ofStandards and Technology Special Publication 800-53, Revision 4, 

"Security and Privacy Controls for Federal Information Systems and Organizations," 

Apr il 2013; 

• (U) National Institute of Standards and Technology Special Publication 800-82 Revision 2, 

"Guide to Industrial Control System Security," May 2015; 

• (U) DoD Instruction 8500.01 "Cybersecurity," March 14, 2014; 

• (U) DoD Instruction 8510.01 "Risk Management Framework for DoD Information 

Technology," March 12, 2016 Incorporated Changes May 24, 2016; 

• (U) Air Force Instruction 33-210, "Air Force Certification and Accreditation Program," 

December 23, 2008; and 

• (U) Air Force Engineering Technical Letter 11-1: "Civil Engineer Industr ial Control System 

Information Assurance Compliance," March 30, 2011. 
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f!ij We obtained DoD and Air Force Tier l Task Critical Assets lists from the Assistant Secretary of 
Defense for Homeland Defense and Global Security, and Headquarters Air Force, Operations Policy 

Division. We analyzed the critical asset lists and selected CMAFS and Scott AFB based on the 
number of Tier I Task Critical Assets and impact to DoD missions if assets were compromised. 

,f'3 We conducted site visi ts at CMAFS and Scott AFB. While on site, we interviewed IAMs, 

Integrated Mechanical Control Technicians (system administrators), and control system users at 
CMAFS and Scott AFB. Those personnel were responsible for the daily operations of control 
systems. We also interviewed personnel from the CES, Mission Support Group, Security Forces 

Squadron, and Communication Squadron to understand their roles and responsibilities related to 
control systems. We reviewed and tested security controls over OMCS and EMCS at CMAFS and 

Scott AFB, respectively. Specifically, we reviewed 13 control families from NlST SP 800-53, 

Revision 4, and tested whether selected security controls were implemented for control systems 
supporting th e Tier I Task Critical Assets. 

(U) We reviewed the following control families from NIST SP 800-53, Revision 4. 

• (U) AC-Access Controls 

• (U) AU-Audit and Accountability 

• (UJ CA-Securjty Assessment and Authorization 

• (U) CM-Configuration Management 

• (U) CP-Contingency Planning 

• (U) IA-ldentification and Authentication 

• (U) MA- Maintenance 

• (U) PE-Physical and Environmental 

• (U) PL-Planning 

• (U) RA-Risk Assessment 

• (U) SA-System and Services Acquisition 

• (U) SI-System and Information Integrity Policy and Procedures 

• (U) SC-System and Communicatiuns Protections 

[U) Furthermore, we reviewed local guidance for the control systems cybersecurity, including 
System Secmity Plans. In addition, we obtained and reviewed documentation regarding the 
operation, configuration, and management of the control systems. 
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(U) Use of Computer-Processed Data 

(U) We did not use computer-processed data to perform this audit. 

(U) Prior Coverage 

(U) During the last 5 years, the Government Accountability Office (GAO), the Department of Defense 
Office Inspector General (DoD OIG), and the Air Force Audit Agency issued four reports on control 
systems relating to our objective. Unrestricted GAO reports can be obtained at 

htt;p://www.gao.gov. Unrestricted DoD OIG reports can be accessed at 
http://www.dodjg.mil/audit/reports. Unrestricted Air Force reports can be accessed from 
https://www.efoia.af.mil/palMain.aspx by clicking on Freedom of lnformation Act Reading Room 
and then selecting audit reports. 

(U) GAO 

(U) Report No. GA0-15-749, "Defense Infrastructure- Improvements in DoD Reporting and 
Cybersecurity Implementation Needed to Enhance Utility Resilience Planning," July 2015. 

(U) The audit objective was to determine whether threats and hazards caused utility 
disruptions on DoD installations and, if so, what impacts they have had, the extent to which the 
DoD's collection and reporting on utility disruptions are comprehensive and accurate, the 
extent to which the DoD has taken actions and developed and implemented guidance to 
mitigate risk to operations at its installations in the event of utility disruption. The GAO found 
that DoD installations experienced utility disruptions resulting in operation and fiscal impacts 
due to hazards such as mechanical failure, extreme weather, and cyber attacks. The GAO also 
found the collection and reporting of utility disruption data was not comprehensive and 
contained inaccuracies. However, the GAO reported that Military Services have taken actions to 
mitigate risks posed by utility disruptions and had generally taken steps in response to 
DoD guidance related to utility resilience. 

(U) The GAO recommended that the DoD work with the Military Services to clarify utility 
disruption reporting guidance, improve data validation steps, and address chalJenges to 

addressing cybersecurity Industrial Control System guidance. Furthermore, the GAO 
recommended that the Secretary of Defense direct the Secretaries of the Army, Navy, and 
Air Force; and Commandant of the Marine Corps to address challenges related to inventorying 
existing industrial control systems, identifying personnel with the appropriate expertise, and 
programing and identify funding, as necessary, 
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(U) DoD O/G 

(U) Report No. DODIG-2013-119, "Better Procedures and Oversight Needed to Accurately Identify 
and Prioritize Task Critical Assets," August 16, 2013. 

(U) The audit objective was to determine whether Defense Critical Infrastructure Program lists 
ofTask Critical Assets were accurate and prioritized based on established criteria. We found 
the Defense Critical Infrastructure Program Task Critical Asset lists were not accurate or 
prioritized based on established criteria. We recommended the Under Secretary of Defense for 
Policy amend the Defense Critical Infrastructure Program policy to require reviews of critical 
assets and implement an approach to facilitate asset information sharing among DoD 
Components. Furthermore, we recommended a comprehensive program review process to 
verify whether Defense Critical Infrastructure Program Task Critical Asset lists processes 
are effective. 

(~) Report No. DODIG-2013-036, "Improvements Are Needed to Strengthen the Security 
Posture ofUSACE, Civil Works, Critical Infrastructure and Industrial Control Systems in the 
Northwestern Division," January 14, 2013. 

(~) The audit objective was to determine whether U.S. Army Corps of Engineers, 
Civil Works, personnel implemented effective procedures and security controls over critical 
infrastructure to protect against unauthorized access from physical and cyber threats that 
affect information systems used to operate water control structures. We found that the 
U.S. Army Corps of Engineers personnel did not fully implement physical security controls to 
secure and protect critical infrastructure and Industrial Control Systems against unauthorized 
access from physical and cyber threats. We recommended that the Commanders and District 
Engineers implement required physical security measures in accordance with the 
U.S. Army Corps of Engineers, "Baseline Security Posture Guide for Civil Works Projects." 
In addition, we recommended that the Chief, Hydroelectric Design Center conduct required 
vulnerability assessments. 

(U) Air Force Audit Agency 

(U) Report No. F2014-0008-010000, "Civil Engineer Platform Information Technology Security," 
September 4, 2014. 

(U) The audit objective was to determ ine whether Air Force Civi l Engineering personnel 
effectively identified and registered industrial control systems, coordinated identification and 
registration of non-indusb·ial control systems, conducted industrial control systems 
information assurance risk assessments, and implemented industrial control systems 
information assurance controls. The Air Force Audit Agency found that Civil Engineer 
personnel did not identify or register Civi l Engineer industrial control systems; coordinate 
identification and register non-industrial control systems information assurance; conduct 
industrial control systems information assurance risk assessments; and implement industrial 
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(U) control systems information assurance controls. The Air Force Audit Agency recommended 
the Air Force conduct an Air Force-wide data call to identify all civil engineer industrial control 
system, conduct risk assessments on all identified civil engineer industrial control systems, and 
implement Air Force Instruction 33-210 requirements for all applicable information assurance 
controls for industrial control systems. 

SECR~T 

oor11r. 2011-0•13 Izo 



1

!;ffREf 
INSPECTOR GENERAL 

DEPARTMEt-lT OF DEFENSE 
4600 MARK CENTEI! DRIVE 

I\LEXI\NDRIJ\, ~RGINIA n35{1-1 00{l 

Octobc,· 28. 201 (, 

(U) MEMORANDUM FOil COMM/\NDE I{ , 75TH CIVIL ENCIIN EElllNGRQUADRON 

fF01,!0) SUDJECT; Cybcrsccmily Vulnerabilities l<l,.mtilicd Duri ng thl! Audi1 ol'Conirol 
Systems Cyb.,rsccurily ut Scu ll /\ ir Force Base (Project No. D20 I6-
DOOORB-0149.000) 

~ We arc issuing lhis 11olicc r,f concern l<l ad<.lrC~8 cunccrn~ identified ~htl'ing our 
ongoi ng AL1di1 nfContmJ Systems Cy llt!l'~ecu rily al Scull J\ir Force Dnsc (/\ 1113). Our nud it 
objcclivc is 10 dctenn inc whet her the DoD has implcmemcd cybcrsccurily contro ls 10 pl'Olt'Cl, 

tlelt:cl. counwr. and mi tignte potent ial cybcr a11acks on control systems sup1mr1.ing DoD critical 
111issiurn; and usscts. This notice ol'conccm pcs1·1oins 10 cybcri;cc11ri1y conlm ls assessed for the 
Encr!,\y Mmrngc1nc111 Co111rol System (1\M 'S) al Sc,,u Al•H. We arc concc1·11cd 1ha1 the Ai r 
·Mobi lily Comnmnd, through it,; :;ub1irdim1tc unit, the 375th Civil Engineering Sqm1dro11 (CE.'), 
has 1101 ensured U1c implemcnlaliun or cybcn,ccuriiy comrols on the EMCS. We id.::nti fictl three 
meas of concern lhal w" bclievc require i11u11cdinlc nttc111io11. The work conducted ,m th is nndit 
is rrcliminary nnd there is addition.ii work ongoing lo sal i~I)' the audit nhjccii11e. We wi ll 
cont inue lo ml3lyzc and summm'i;w addit ional inti:mm1tio11 oli1t,i11.::d <l Lrril1g our visit In :-!coll AFB 
thnt wi II be p1cscntcd in our llnnl report. 

(U) Background 

t8' Scull AFB :l7Sth CES p~rsunn~l 1,~c the EMCS lo monitor :mJ control the opcrntiun 
of lmi lding util ity and cnvil'O!l lllCnl,11 syslcrns lhrn ugh Lhc Mcl>1sys son ware applicAtion 
developed m,d nrni11t~ined by .folmson Controls lncol'pm·atcd (.ICI) , The 1-i.MCS is a .~tlmduk1110 

8upcrvisory Conlrnl aml Dala AclJUisi tion network lmnlwin:d to assets in vmious Scott AFB 
buildings. EMC$ provide~ heating, vc11Li lali<111 , un<l "ir condilioninH control, monitori ng, and 
olunn notllication in lhc buildings, tu include bulldi11g 1575 . 13uiltiing I575 is identi fi ed usu 
Tier I T :1sk l'iticul Asset' !!Cl'Ving ns tho 1eleco1111mmict11ions hub for the majority of~koll AFB 
lcnnnls :111<1 Lhe primary dntn ccrllc 1· for thu (i 18th T,mkcr 1\irlill Contro l Center, A.ir Mobility 
Comnwnd, U.S. Tnmspo 1111ion Comnnmd. nml the Army Snr!hcu Dc11h1y111c11I and Dcvulopmc11t. 
Com1mmd, llui ldin1,1 I '575 houses multiplo infonnal ion 1cc.l1110 IL1gy server;;, such as 

1 (U) Tier I Ta~k Ctitlcal A:>se1s ,-.re d~finr.d ilS an a~~ot tha fos.s. lnc.....(lacila.Uon1 or tli!.ruptior, of wl1tcl, could n~sull Ill 
m'isslon (01 func:lio11) foUur ci ;.:i l the DoD, Military Or.p·;irtment, Ccrnb;1t,1nt Comm,,otls, ~ub-unilicd commf1nd. 
Oefon:sc acerlcy, or Oc.fe1l'Sic l11rra~truc-lun~Sedor Le;id ~gent IP.vl!l5. 

lltrlvcd Pn1111: M11lll11te S,rnrn., 
O<dA~slfy by: l(l..'70518 
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~ <llohnl I>ccisic111 Support System servers Jhat U.S. Tr,m ·porrn1io11 <.:01111111111<1 und th.: 1\ir 
Mobility Conunand use as Jhc primary commond oml control system 1hr plnnning und cxcc111ing 
Hirlill und 1·..:li11:li11g opcrntions. 

(F0W0) EMCS Lacl<ed Basic Cybersecurity Controls 

(~ During our si te visi t co11d11th:d from .July 18 to Ju ly 22. 2016, we idc111ilicd 
lhrcc concerns tlull require immcdiule alll,t11inn. Specilh;ally. Scoll Al' l3 375th CES personnel 
Ji1l 1111: 

• (~) 1cs1JCI 111t1intcm111cc compulcrs for ,n;ilwnrc 1111cl v11lnert1hili1ics hcforc 
cu111ractors wnncctcd 11 ·111 10 ihc I! ICS network, 

• ~ i11 s1all updotcs uud security pulchcs on liMCS co1111>11lcrs 11ml ~ollwnrc us 
they hcc:une nvailablc, anti 

• ~ disnbll• 1111111!1:cssary EMl'S communicnlicm porls and servi,.;cs. 

~ Acc1mli11g lo lite Scoll J\Fll lnduslrial l 'onlrnl Systems (JCS) lnfonnnlicm J\ssurnnce 
Mmmgcr, 375th 'ES personnel <lid 1101 Jcsl .ICI 11 111 i11 Jcnnnl'c compulcrs for n111lw11re or 
vulne111l.,ili1ics before J 'I personnel l:u1111cc1cd the computer:, to lite liMCS notwnrk. 111 July 
2011, Jhe ldnho Nntimml l.ahomlory (INI .), Crilicnl l11fo1struclurc Cyhcr /\sscssmrnl 'Icam. 
n:pm1cd thc ~umc EM ',• nclwork vulncrnbili ly c1l Scoll AFl3 nulinb\ thul c<mlmclors muy use 
pcrsonnl or c<mtrnclor-prnvidcd laptops to pc1 fon11 111ai111cnoncc l'i111ction. . Thu Dl,pnrltncnl of 
Ilcnncland Sccurily, l11dus1ri11! '0111ml . ysl1:ms Cyhcr Emergency ll ·sponse Tcmn (I<:s-CERT) 
1·c:spo11si!JI<: ror is:ming ulcrts on wntrul system vulncrahililitis. reported that inf'cctcd ·011lra1.;lor 
lnplops arc II significant source for nmlwMc ,111d one of' !he most prevalent 11111I cxpl1)itahll' 
co11lml sysh.:m weaknesses. For example, whi l • 1101 spccilic 10 Scc,1t AFB, ICS- ·rnri iclcntificd 
lwu successful cybc:r ulluck lhal compromiscd eonlrol syslcms by l<1rgcli111, conlmdors ' 
111air11c111 111cc luuls. Those nll,icks ulluwcd suphis1iculcd cybcr 1h rc111croups to i;nin dirccl ac.:ccss 
lo hundreds or control systems globally. 

~) The J?St h CES personnel 11lso did 1101insla ll up.Jules nnd security patclics 011 E1vlC:S 
c11111p111crs or solhvnrc as they bccmnc nvnilnhlc. On July 20 20 1(1, we conduclcd II wnlkthrough 
ol'thc muin cumpuling faci lity, loculcll in bui lding 60. Dmini; the walklhrough, we obscrvcJ the 
nltcrnulc JCS l11fhmmlio11 t\ss11m11cc 41111;igl'r using one EM 'S cum11111cr wiJh Mc1\li.:c mtivirns 
sonwarc lhal Wll$ lnsl 11pdn1cd 0 11 J111111nry 11. 20 1'.I . l11 mlditio11, nlJhongh mllsl" I S 
co111p11lcrn had Windows 7 inslullcd, we lound th· u. c or u11s11ppur1 d 11por11ti11i:;. yst ·ms w11.~a 
p11.:vnilini:; weakness 1111 lhc EMCS 1clwurk . Spc ·ificall y, lluring our wulklhrough, we uh3crvcd 
1111111111 E JCS wo1kslnlio11111 l111ildi11c 1575 u~cd the Windows XI' 11pc111li11l; .~ystcm, which \\'ll~ 

no lunger suppurlcd by Microsol\ ns uJ' l\pri l H, _u 14. During II Scplcml>cr 20 IS I isk ussc:.s111cnl 
al Scull AFB, the Air Force l 'ivil En •incllring 'enter idcnlilicJ 1lw use l1f'1ms11ppur1cd 01 ·rat ing 
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~) syslcms on EMCS assc1s :is a Category I vnlnerabiliiy.1 Although the vulnerability wu~ 
corrected for lhc computer in huilding 60 it was 1101 addressed across all EMCS assets. Om-of
dntc :mtivirus s11Jlwarc and lhc use of11 11snppnrtccl opcrnting ystcms incrcit~c th• risk of 
succcsslill cyber attacks on lhc EMCS network. The ationnl Security Agency publication. 
"Securing /\sscls wi1hi11 nClo~ccl lndustriul C<mtrol Sy lcms ct work Pcrimclcr,' October I, 
2015, recommends syslcm administmtors apply security patches ;ind 11pgrndcs lo remove known 
vu!nernbililics heforc the vulncrnhi litic. arc exploited in a cyber n1111ck. Fnr example, lhe 
Nnlinnnl 'ccurily Agency rcprn1cd thnl unsuppm1cd Windows opcmting systems huvc well
known severe security fluws tlml canm)I be fully remo,•ed. ·1herefore, the Nnt iunul Security 
Agency rcconnncnds thnt oil comput ·rs in 1i"sc on control y h.an networks he upgrnd d lo 
npcrnling syswn1 versions 11ml nrc supported and patched by the vendor. 

~ Further, 375th CPS personnel did 1101 disable EMCS communiculiuns ports and 
services 1101 needed 10 supporl EMC opcra1io11s. The JCS lnfonnnlion /\ssunmcc Mmmgc1· nnd 
EM ·s 11c!111inis1m1ors acknowledged thnt 111111cccssnry EMCS network ports ;mt! scrvic1•~ were 
nol idcnlificd and iii ·nblcd. Tiu; ,1forcmcnlioned ulionnl Sccurily Agency publ icutiun describes 
the importance ofpo1t nnd s.:rviccs 11mm1~('U1Clll. ~peci/knlly. the publii:n1io11 states 11ml 
clcc1ro11ic cyhcr attack oticn cxplni1 ll aws in vul11cr;1bll: communicntion services 11111! 

rcconimuml · disubling unused services or con1m1111ic;1tion pl>rls tu d i111i1111tc associated ;11lack 
vcct r .. 

~ The three cybcrsccurity deficiencies idcmificd in lhis notice ofconcern increased the 
risk of ~ucccssl"nl cyher attacks on EMCS. A ~uccessfitl cyber ntt~ck mt the EMCS co11 ld allow 
ndvcr~urics dirccl ncccss 10 co111rot the c1ll'iro11111cntul opcrotion · in bui ldi11~ 1575 cnu~ing 
crilicul infurma1ion technology equipment 10 overheat und fai l. Without liasic cylmsecurity 
concrols un 1hc EMC,, critical DnD 111111 C'omb:,mnl Command mi ·ions dC(lCnding on bui lding 
1575 cou ld Ii· compromi ed. For cxm111 h:, lhc foi lun: of Olobnl Ui.,cision Support yslcm 
sc1vcrs increases lhc lisk ofdisrnptiun or im;upaci tmion ufU.S. Trnns1io11a1ion Com nmnd cii licnt 
nirlill and refueling mi. sions. 

(U) Suggested Actions 

(U) \Ve ~uggc,~l the 375th CES: 

• ~lest utl JC! comp11lCI"$ for malwnn.: 11 11 d vu!nc1-r1bilitics before co1111ci;1ing 
them to lhc EMC8 nclwurl,,, 

• ~ update all EM ·s computers wilh the mos1 current amivirus soliwarc, 

• (~) upgrade all EMC'S cmnpulers with suppo1ted opcralinJ! systems and 

' (U) f111y ,ulnerablllly, llw Pxplolla!lon of wl,lch will dir~clly and imme,IIMely <Pl ull In tos< ol Conll<lo111lallly, 
1'vallablll1y, or lnteerlly. 

3 

SE€AET 

SECRET 

(IJ) Appendixes 

(U) Notice of Concern (cont'd) 

11on1r. 20 t7-0<J3 In 



5EERET 

• ~ idcnlil'y an<l <l isuhk :111 porls :md sCl'viccs not ne.xlcd to su1>po11 El'vlCS 
opcrulions. 

U) l'lcusc rcspund Lu llu:Sl.l ~u,;gc led actions Llf prnvidc allcrnalivc flct inns taken within 
IO cnlemfar d~ s of lh • iss11ance ol'lhis notice ul\:onccrn. M 1oi11ls uf conlncl for your 

iiiiliiiiiliiiililiiill■••·mtd 1 
This mc111ornndu111 nnd nmnagc111en1 comments to thc 

res onscs nrc 

suggested nctio11s will be included in Ilie li1111! uudit report. Plca:c cunlacl me al[mjm 
(DSN1U>IN or (b) (6) wilh any qucslions. 

M11JJ 
Cur 11 N. G 11 r1111111 

/\ssistnnl lnsp~c,or Gcncrnl 
Rcadine~s Hild C'ybcr Opcrntions 

(U) C: 

(IJ) DIRECTOR 01' CIVIL liNrnNEERS, DEPUTY Cl II EF OF ST f\FF 1'01{ I ,Oli l8TICS 
E 1GINEERING AND FORCE l'KOTECTION. 1·11:l/\lJQUART ER 'U..' , AIR FOR.Cr. 

(U) DIR :cn m, A IR FOR 'E '1\/ 11 EN ' !NEER 'ENTER 
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CLASSIFICATION: UNCLASSIFIED/~ 

MEMORANDUM FOR DoD IG 

FROM 375 Civil Engineer Squadron 

SUBJECT Response lo Notice ot Concern 

1_ In response lo yovr notice ol concern mcmor;,ndum doted 20 Oct 18, the 375 Civil Engineer Squadron 
(CES) w,11 take the lollow1ng eclion to address all or the speclnc observatlor,s you Jdenlilled during the 
recenl sile visit · 

a. Rccommendalion Test all JCI Computers for malware and vulnerab!litles before connecting 
them to the EMCS network 

ACTION 375 CES Instituted a loCAI policy In r.oorcl1nation with .lohnson Conlrols Inc (JCI) thal 
JCI w,11 use on AF Slan<Jard Dcsl<top configuration laptop computer.; for EMCS updates 
Addlllonally, all sonware programs, upgrade&, patches and modifications w,11 be per milted orito 
the laptop and/or be inlroduced to the EMCS system after ii is scanned by 375 CES IT Systems 
Admlnlslralor Thi? laptop(s) w ill rema in in positive ,;ontrol of 21 federal ernploy<!e ol tha Healing 
Venhlat,on and Air Condil loning shop (military or civilian member) or au!l1orlze!d deslgnstcd 
reµu~senlallvi< al all Lfmeswhile l11 se1viceor secu1ed under lock and key , ECD· 1 Dec 16 

b Recommendallon Update all EMCS compUlers with the most current ar1tivirus soflWare 

ACTION 375 CES IT Sy,;terns Atlmi111slr<1lur lullows" regulo11 ,;ctie<Jule ur 1>11livirlt.$ :1uftw11rt: 
upgrades and 111stallat1on At the present lime, all upgrades and palohes occur at each mdrv1dual 
li,rm M l re11111ting in " natur"I gap in rrntecllon !'<Ince the CF IT office;,." 1 per..nn "hor When 
tho CE VLAN goes hvt? , all onllvirus upgrades .>nd p.:,tchos wi ll be done clcctrorically vi.:, the 
server drastocally reduc1~ the man hours 1e<junecJ to keep lite entile system prolE!ot11cJ The IG 
observallon was made in lhe midst of an efforl to upgrade and patch all EMCS computers_ 
ECO- Continual 

c Rllco< rirm,r K.1al1u11 upg,.-u., .ill EMCS curnfJUlt:rs wilh suµpu1 l t,ll UfJ1!1t1tl11y bj'sti,ms 

ACTION· :175 CFS IT Sy!'<tem, Admlnisfr,itor follow:, a reg111,ir ,.r,hP.<111li, of nJlflrRlill!J sy,.lem 
conversion At the prcc;enl l ime, c,11 convorSJon ond upgr3dcs occur al c3ch ind,v1du:il terminal 
resulil11g ir, a nalural !l<'P slnc:e lhe CE IT umce IH a 1 person shop. When lhe CE VLAN yoe>i 
hve , all enllv1tus upgrades and patches w, 11 be done, E!leclronically via the server d rastrcally 
,.,,c111clng thP. m;in h01"" rP.n11lroo In the P.nllrP. sysiP.m up tn@TP.wilh th" r<>ri111 r1>t1 nri,r;,tlng 
systems The IG observation was made, In lho midst of an effort to conver1 all computers to the 
support~d opera~ng sysle111s. ECO - 1 Jar, 17 

d Recommendation fdent1ty and disable por1s and servic<tS not need d to s11ppor1 EMCS 
operation 

ACTION- 375 CES 11 Systems Adm1mslrator has scheduled lo disable all ports and serv1ces nol 
needFad In s11ppnrt lhP. FMC'h~ opP.mlion,. 111 lhP. com,ng wP.ek~ FGn - 1 .J;,n 17 

2 it1aJ1k you rrn taking the lune lo concJuct tt11s ins · 
foJWard to address1n our concerns tr ou have a 

//SIGNED--arm, 7Nov1611 
ANDREW R. MYERS, Major , USAF, P.E. 
Commander 

CLASSIFICATION: UNCLASSIFIED/ (,,li,,Q4'a 
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DEPARTMENT OF THE AIR FORCE 
HEADQUARTl!RS UNIT!D STATl!S AIR l"ORCE 

WAstlltlGTON, DC 

MBMOR/\NUUMH>R DOU UIU 

FRO I'. AFIM ., 
1- 00 Air Fon·e Pe11wp;on 
WasJw1J\LOll, DC 20330- 10'..\0 

SII RJF.CT: Rc,pon•• '" N,-,rkc ofCL111ccm (NOC) 

I. Mt: n,knowledges lhe findings in the subje,I NUl' emitled Cybersemrity Vulnemllilities lde111ified 
Ow'il~ i\udit of (.;QnLrol systems Cybenm.·urit~• al s_.011 ,\ir J-\,rc:e Hru~ ( Proje,1 No. D2016-DOOOIW -
0149.0()0) . 

2. AL llto Lime of llu, inspe,·tlon Air 'f"on·e dvil engi.ru~er unils did uul have "da411<1la 111.,li,·y i.1uidm1cu nml 
lmlu~rial Cururnl Sy151 em (ICS) cyu,m;ucmily resource• lo ade<.(UHluly m.ilip;ale tl,e villucr,d.illltic• found 
in lhc ,opccili<: res mcririnncctin 1hc NOC. A~ pan nrm, cm,t110 np,1nlc polic)•, i\4~ hll• in li[IRJ drnll rut 
Air Force Onid.nncc Mnmnm11ctnm (AH1M2016.J2.06) i11lc11dcd 10 rcplAcc F.J1'1.incc1i 11g 'rccl111ic11I I.en.er 
11-1 1 ( Jvil P.11gi11e,w bHh1111,·ial C,mtl'ol ~~•,.,,-11tm h,f_u,-maliou A.~.n,nJ11t:,: C:on.111li,u,r:e, »~ well >151 imf_llcmcnr 
Ute llisk Management l'rnmework fer dvil engineer IC s. 

3, To address 1he resourcing shonfall, /\4C hns .ilrendy successfully secured n new funding line ill U1e 
FY 18-FY'.12 POM hJ pruvitla full-luni, cyooL~l!~uri!y l'l'Ofc,i~iomlls al e.~dl base dedirnie!l Ill nt:UlllJµIIJl llte 
cyoorge cu,;I)' offOJ1s for Iho civil. eni;i.neer (w1,· lional .:ummunily. ind11llu11s ,•ondu.-till!l ,., ml miiintm.ni ng 
2~CIU11lt! UlVtllllOtitJ.'$, verfom1ing nu.,;ion ~1111port :UtHlytris. OI\U~lp;rrlJ.\ and .:onli)!,UIUI/!, ICS 1161 work 
c11d11vu, ~011ductingsclt~a•.•c••mc1t1• ofi;-ci:mity CO[lfmls m1<1 pcrfonni11g cyhc,~ccurity 11mi11tc1m11cc mid 
lirel')'d6 ITillllllj\~lllOIII ofdvil-ellJµTlet!l'-OWllOd IC:S. 

4. 'J'he draft guidru1co mc1t1011U1<lt1m outlines policy ro. civil engi.ncor units to mitigate all of1he 
vulncrnhililica i,1<:11riticd in the OC. IL i~ i111ponn111 h) 11111c. however, 1hn1 Ilic Opcml i,,nAI Tcch11<,1i,~y 
(O'J') that mukes up mw1y ofour IC, is llnsed on ltaroware and sof\w~ refresh rntes l'll the orrler of 
de,·atle1>. \Vhilc )J<))j~y nm)' wdale the u1>date of llllSU!'l'<)lted oporllliui; sy ·tem · (OS). the cost h• IC:S 
could include not only 1!1e software itself, but aloo Ute wholeanle replocement of hardware. Th.is could 
pr<•ve w lie a11 UJll!UJJ(J011.al.,le wist l>u.rden tlml might furci; a risk nu11rng,mrn111 c.l~dsiut1 \\' 111airthW1 ulder 
OS in cc1tai11 (Ase~ . 

~- l'lon.•n di reel n11 • ncslin11s orcnnccms lo the A-IC )()itU ,)l'c,,iuncr t'nr in(b1"1rinl crnurnl R f'lcm 
cyt>ersecurity. 

EDWIN 11. OSIIIDA. SES 
f)cp1uy OircctM ,,fCivil fin!1,inccrs 
DCSIL\,~i~lii.:8t En~_mmri·11~ & Fu.1\.:0 .Prulct:Lion 
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(U) Glossary 

(U) Glossary 
(U) Anti-virus Software. Software products and technology used to detect and remove malicious 
code that that has infected the system. 

(U) Audit Logs. Chronological record of information system activities, including records of system 

accesses and operations performed in a given period. 

(U) Authorization to Operate. The official management decision given by a senior organizational 
official to authorize operation of an information system and to explicitly accept the risk to 
organizational operations, organizational assets, individuals, other organizations, and the Nation 
based on the implementation of an agreed-upon set of security controls. 

(U) Control System. Specialized systems and mechanisms that ensure installation infrastructure 
services (that is, electricity, flu ids, gases, air, traffic, and people) are delivered when and where 
required to accomplish the mission. 

(U) Cybersecurity Conb·ols. Safeguards or countermeasures use in the prevention of damage to, 
protection of, and restoration of computers and electronic communication services, including 
information contained therein, to ensure its availability, integrity, authentication, confidentiality, 
and nonrepudiation. 

(U) Information Assurance Manager. Official responsible for the information assurance of a 
program, organization, system, or enclave. 

(U) Malware. Software intended to perform an unauthorized process that will have adverse 
impact on the confidentiality, integrity, or availability of an information system. 

(U) Overlay. A specification of security controls, control enhancements, supplemental guidance, 
and other supporting information intended to complement (and further refine) security 
control baselines. 

(U) Patch. Additional pieces of code that have been developed to address specific problems or 
flaws in existing software. 

(U) Platform Information Technology System. A collection of information technology hardware 
and software that is physically part of, dedicated to, or essential in real time to the mission 
performance of special purpose systems, and that is structured by physical proximity or 
by function. 

(U) Port. The entry or exit point from a computer for connecting communication or 
peripheral devices. 
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SECRET 

(U) Glossary 

(U) Standalone Networks. N~tworks that are not connected to any other network and do not 
transmit, receive, route, or exchange information outside of the system's authorization boundary. 

(U) Tier 1 Task Critical Assets. An asset of such extraordinary importance that the loss, 
incapacitation, or disruption could result in mission (or function) failure at the DoD, Military 
Department, combatant command, sub-unified command, Defense agency, or Defense 
infrastructure Sector Lead Agent levels. 

(U) Vulnerability. Weakness in an information system, system security procedures, internal 
controls, or implementation that could be exploited or triggered by a threat source. 
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(U) Source of r.Jassificct lnforrnalio11 

(U Source of Classified Information ~---------
Source 1: (U) Air Force Tier 1 & 2 Critical Assets List 6-8-2016: SECRET 

Declassification Date: February 15, 2021 

Generated Date: June 6, 2016 

Source 2: (U) Joint Mission Assurance Assessment: SECRET//NOFORN 
Declassification Date: October 19, 2025 
Generated Date: August 14, 2015 

Source 3: EFOWO~ 618th Air and Space Operation Center/Tanker Airlift Command Center 

Balanced Survivability Assessment Report: SECRET 
Declassification Date: May 10, 2038 
Generated Date: May 17, 2013 
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(U) J\cnrnyrns and AIJIJ rev1ations 

(U) Acronyms and Abbreviations ________ 
AFB Air Force Base 

AFCEC Air Force Civil Engineer Center 

CES Civil Engineer Squadron 

CMAFS Cheyenne Mountain Air Force Station 

EMCS Energy Management Control System 

HVAC Heating, Ventilation, and Air Conditioning 

lAM Information Assurance Manager 

JCS-CERT Industria l Control Systems Cyber Emergency Response Team 

NIST National Institute of Standards and Technology 

OMCS Operational Management Control System 

SP Special Publication 
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Whistleblower Protection 
U.S. DEPARTMENT OF DEFENSE 

The Whistleblower Protection Ombudsman's role is to 

educate agency employees about prohibitions 011 retaliation 

and employees' rights and remedies available for reprisal. 

The DoD Hotline Director is the designated ombudsman. 

For more information, please visit the Whistleblower 

webpage at www.dodig.mil/programs/whistleb/owe1: 

For more information about DoD OIG 
reports or activities, please contact us: 

Congressional Liaison 
congressional@dodig.mil; 703.604.8324 

Media Contact 
public.affairs@dodig.mil; 703.604.8324 

For Report Notifications 
http://www.dodig.mil/pubs/email_update.cfm 

Twitter 
twitter.com/DoD _IG 

DoD Hotline 
dodig.mil/hotline 

SECRET 
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