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UNAUTHORIZED DISPOSITION - LOSS OF RECORDS/DATA
DEPARTMENT OF HOMELAND SECURITYU.S. COAST GUARDUNAUTHORIZED DISPOSITION - LOSS OF RECORDS/DATA
Privacy Act Statement
AUTHORITY: USCG is authorized to collect the information pursuant to COMDTINST 5212.12B, 36 CFR 1230, 5 U.S.C. § 301; 10 U.S.C. § 2358; 14 U.S.C. § 504. Commandant; general powers, 14 U.S.C. § 505, 44 U.S.C. § 3101, and 44 U.S.C. § 3106. 
PURPOSE: USCG collects the information to report unauthorized disposition of records (i.e., loss of records or data). 
ROUTINE USES: USCG will use this information to notify the National Archives and Records Administration (NARA) Archivist of any actual, impending, or threatened unlawful removal, defacing, alteration, corruption, deletion, erasure, or other destruction of records in the custody of USCG. Information from this form may be disclosed externally as a “routine use” pursuant to DHS/USCG-014 Military Pay and Personnel, October 28, 2011, 76 FR 66933. 
CONSEQUENCES OF FAILURE TO PROVIDE INFORMATION: Providing this information is voluntary. In order to assist with maintaining confidentiality respondents are advised not to disclose any additional personally identifiable information (PII) in their free-form responses.
Privacy Act StatementAUTHORITY: USCG is authorized to collect the information pursuant to COMDTINST 5212.12B, 36 CFR 1230, 5 U.S.C. § 301; 10 U.S.C. § 2358; 14 U.S.C. § 504. Commandant; general powers, 14 U.S.C. § 505, 44 U.S.C. § 3101, and 44 U.S.C. § 3106. PURPOSE: USCG collects the information to report unauthorized disposition of records (i.e., loss of records or data). ROUTINE USES: USCG will use this information to notify the National Archives and Records Administration (NARA) Archivist of any actual, impending, or threatened unlawful removal, defacing, alteration, corruption, deletion, erasure, or other destruction of records in the custody of USCG. Information from this form may be disclosed externally as a “routine use” pursuant to DHS/USCG-014 Military Pay and Personnel, October 28, 2011, 76 FR 66933. CONSEQUENCES OF FAILURE TO PROVIDE INFORMATION: Providing this information is voluntary. In order to assist with maintaining confidentiality respondents are advised not to disclose any additional personally identifiable information (PII) in their free-form responses.
INSTRUCTIONS
Complete and submit this form and any supplemental information to USCGRecordsManagement@uscg.mil.  Additional information may be requested.
INSTRUCTIONSPlease complete this form with as much information as you have at this time and submit to the ...Additional information can be submitted as it is become available during the remediation phase of the incident.
3. Date Range:
3. Date Rage:
7. Classification Level: 
7. Classification Level: 
8. Were the data/records password protected or encrypted?
Yes or No
9. Does the records/data contain Personally Identifiable Information (PII) such as SSN, date of birth, address, etc.?
9. Does the records/data contain Personally Identifiable Information (PII)?
Yes or No
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