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FORT GEORGE G. MEADE, MARYLAND 20785-8000

18 February 2010

MEMORANDUM FOR THE CHAIRMAN, INTELLIGENCE OVERSIGHT BOARD
THRU: Assistant to the Secretary of Defense (Intelligence Oversight)

SUBJECT: (U/A9HS) Report to the Intelligence Oversight Board on NSA Activities -
INFORMATION MEMORANDUM

(U/AFOH0) Except as previously reported to you or the President, or otherwise stated in
the enclosure, we have no rcason to believe that any intelligence activities of the National Security
Agency during the quarter ending 30 September 2009 were unlawful or contrary to Executive
Order or Presidential Directive and thus should have been reported pursuant to Section 1.6(c) of
Executive Order 12333.

(U/A©H6> The Inspector General and the General Counsel continue to exercise oversight
of Agency activities by inspections, surveys, training, review of directives and guidelines, and
advice and counsel. These activities and other data requested by the Board or members of the staff
of the Assistant to the Secretary of Defense (Intelligence Oversight) are described in the enclosure.

Carg.

GEORGE EL{JARD

PATRICK . NOLS
Acting General Counsél

(U/FOHSy 1 concur in the report of the Inspector General and the General Counsel and

hereby make it our combined report.
KEI l@; ,

Lieutenant General, U. S. Army
Director, NSA/Chief, CSS

Encl:
Quarterly Report
This document may be declassified and marked

“UNCLASSIFIED/Aror-ffrerat-tse-Onty”

upon removal of enclosure(s)

Epprovedior Release by NSA on 12-19-2014, FOIA Case # 70809 (Litigation))
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1. (UIFFSYOY} Intelligence, counterintelligence, and inteHige’hce re!até‘d activities
i uthat violate law, regulation, or policy substantiated durmg the quarter as well as
R \actmns taken as a result of the violations .

(’U \)??lnteIliggpcéAg’tivities

" ¥ Unintentional collect;on against United States persons

Y ]hl‘s quartcr ‘there \\ue.mstam_u in which Signals Intelligence (SIGINT) analysts

“inadvertently ta:udad or collécted communications to, from. or about United States (U.S. )
pus(ms while pumumu 10rewn intelligence tasking. AH intercepts and reports have been dcldgd
or ds.suu\ ed as 1equucd b\ United States \l(rl\ § 3 Dllcdl\c (USSID) SPO0O18. '

: TRECTOTSATTYET] Travel to the Umted States. During this upnmnﬂ
period;D valid foreign uu'gc;*l;]”, |lhe United Smtu

; A ()n| |N SA '111:—1!\’915 k:zn‘m;d that lof their
_ targets had Llrrmd in tl\u United States unl
< I( ollection was suspended on] 1]
. intercept obtained while the targets were in the United States was deleted from an NSA database
| | No reports were issued from the deleted intercept.

o s : -P.L. 86-36
An NSA analyst failed to check his target’s 1 luphnm. HLICLI()rs

when he learned on that histarget's| kelector was -
| Thé telephone selectors were detasked on] : |

A report based on unintentionally.collected domestic communications containing foreign

intelligence information-was issued to the|
as allowed by Attorney General authorized procedures and NSA reporting

#"%0) (1)
(b )(3 -P.L. 86-36

S S Analyst error resultedin a x;lulm umammu on lasl\m«' tm

thrc.,L da\s W hlle the assouaud foreign intelligence target was in the U nited States. Onl

|the anatyst submitted the \Llu.tm for detdsl\mu W hen she learned| ]
[the United States. | -

policy.

' |Tht. discrepancy was found and
corrected on] [w e The selector was detasked and collection was purged from

NSA databases.

FSHSH Collection occurred on a foreign intelligence target while
he was in th U mtul ‘shlub ()d an NSA analvst learned that the target

traveled to the United States onf |

Collection was purged from an NSA database on| | E—
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75t - = An NSA analyst oy x:rlm)kcdl |whcn he detasked a
foreign mwmmnu, mr;ce s select msl |the United States on

| |The selector was found and detasked onf fintercept
collected while the target was mxlhg United States-was purged from an NSA database on

(U) Tasking Error .~ (b)\'\\(\3)—p,L—--.._86;—_3;,6_3.”

SHAHY A US, telephone numhu ‘was mistakenly hlsl\t.d for wilex,tmn
an NSA analyst tasked a telephone’ ﬂumbu believed to be associated with a foreign

intelligence target. | ]
a U.S. number. The selector was detasked <m| [resulting intercept
was purged. No reports were issued on the collection. e TR (1)
O (b) (3)-P.L. 86-36
S [an NSA language analyst Icm‘ncdthatl |
tasked telephone number selectors believed to be used by foreign intelligence targets. The
resulting collection OfDLd“\ was deleted and the \LILLIOI s-were detasked on| |
No reporting was produced based on the collection,
(b) (1)
(U) Database Queries EE; Eii :g?;}%;g? )

= N ()Dmmsmns analysts constructed poor database queries that had the effect of
targeting U.S. persons in databases with.unminimized SIGINT information, and nnDut those
occasions, the queries returned results from the ditabase. The returned results from the overly
broad or incomplete queries were deleted. and no leUH\ were h\ou Procedural errors
contributed mlﬁlm thc|:|« iolations: ————EAE () (1)

o | an NSA analyst queried a
in an NSA database. 1he érror occurred because The analyst did not perform
broper verification of llul ‘before submitting the query. The query returned
II__LlreHulla W hmh were deleted on |”T\‘0 reporting was issued based on the
query results:
- |
1)
13) -18"1U8€..798
(3)=50 USC 3024{#f~-.. Il [the database auditor found the error. The analyst
3)PL 86-36 : : T
N deleted the qgiiery-results on| vhen he returned from leave. The results were
not reviewed prior to deletion: | |
. s i AZmasareremms |an NSA analyst queried an NSA
ddlabdscl on a foreign mtdh%flcc target while the target was in the
~ United States. The analyst mistakenly believed that he' could search| |
1 khe United: blalu | resulting

intercept was purged from the NSA database on
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= (TS ; |human error resulted in the tzu‘;;cling’sufa i_f.ti.‘:mlcpllotlc
number. -A SIGINT analyst| / .
| of a-foreign mtelligence target in an NSA damhaxc conunmnu
© _unminimized and unevaluated SIGINT data. The query and usuhs were LILklc.d-
: No reports were issued.
. 31 | an NSA-analy st qnun.d S. Communications °
\c;.unl\ (L OMSEC) telephione numbersin an NSA database. The query . °
returned results. The data retrieved by the query had aged off of the database by

{ .
(3) “PIL: 8636

A |\\ hile reviewing ~.l\1il Jearned in a query tool training
dasx an NSA analyst queried on himselt and another U.S. person The
“analyst explained that he thought the query tool was a training version. This violation
was found by the analyst's auditor. No collection resulted from the mistake. The analyst
completed additional H/SSID SP0018 training and was counseled that targeting .S,
persons was not al.nhcw;i%i;i-»a:t‘any time.

. a ’\KJIT\i analyst targeted a U.S. telephone number

\\hm querying a telephone number believ edto be_used by a \ahd foreign intelligence
target. The mistake occurred because the anal_) st | The
query did not return any results and was deleted| [vhen the analyst
returned from leave. No reports were issued,

an NSA analyst queried an
| The analyst believed that it could be queried

becauscﬁl |[\0 collection resulted from the

query and no reports were issued. ' /

) | an NSA analyst inadvertently targeted a US.[ |
\\hl researching mformation on| Iasmcialéd with a valid foreign target.
“The erroneous query was detected by an auditof] | The query produced

p results; howeéver, no reports w ere issued bastd on. [hL query. The analyst détasked
the sckx.mr| T, e 5 ‘

“fan NSA analyst puh»rmgd a query unl

‘that n:quhs,d in the collection of U.S. data due to a system knm|
The dlm]\ st dtlt«luj the results mthout n.\ wmnt. Lthi |

8 UsSC 798
0 UsC 3024 (1)
.L. 86-36
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HSHANE)| |human error ruulud m{hc mg,tmu of 1lu.| of
U \ pu%nnx An NSA analyst performed huuual ' ,

| The] |L]UL1]L\}1L}C[ ,i a total off
“results. The analyst deleted the queries aud query usult\ onl P i |?\?n
n,pmlmU was msuud bd\td nn (Iu, QULHL‘

I 2 L

- lan NSA analy st queried a raw SIGINT database
using "After realizing the mistake, the analyst

immedialcly deleted thc. qm,r\ and]___Jresults from the dambasc No SIGINT reporting
~ was produced imm the query results, :

| an NSA analyst performed a query On.:l
in 4 raw SIGINT database while researching a foreign intelligence target. The
mistake occurred because the analyst was not familiar with Usms, thx database. The
analyst deleted the query and u:.uhs l}hu same day.
u 3 During an audit of an T\RA atabasc o ; 3 database
audm)rx noted that an analyst had quenuﬂ on] | The
error occurred when the analyst copied and pasted the |hnm one database to
another. After realizing the error, the analyst deleted the query| | No
information was disseminated.
F1b) (1) |
(L)) One End of the Communication in the United States EE; 8; E?L?Sggg? (1)

By asreement. pursuant to Executive Order 12333, ummrimi?cd

(b) (1)

(b) (3)-18 USC 798

(b) (3)-50 USC 3024 (1)
(b) (3) -

P.L. 86-36

*:lxthum s associated with a valid foreign

nudhuuue dlgd Iﬁ‘nhilllcd on tasking after the target entered the United States-on

| The NSA analyst detasked the selectors on]
after returning from leave.-No-collection-occurred-between land

(by%3)-P.L: 86236

e telephone selectors relat LI to a 'U.S. hostage in [were not
~ detasked for two days following the hostage’s release. The NSA analy sLwas notified by

|at which time the selectors were detas"kcd. Wihhle

b) (1
(b) (3)-50 USC 3024 (1)
(b) {3) =Pl 86=36
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NSA’s Attorney General authorized procedures allow the targeting of U ‘5 persons
reasonably believed to be held captive by foreign powers. collection should have ceased
when the hostage was released. No collection occurred from the unauthorized targeting,
and no reports were issued for that timeframe.

. =) A selector belonging to a foreign mtdhgum target was
not d(.hl\}\td W th lhe target traveled to the United States on two separate occasions, in
one case due to a software problem in the Although an
NSA analyst detasked the e-mail selector on |
| |failed to detask the selector. The analyst did not 5

verify Jetasking and was not aware of the software problem until | On
the analyst was |
from| | Thg analyst detasked|

when thaskmﬂ dou not occur. \7& e m}l pm\ 1de an upahuc‘ uhgn the. \UIIV\JTL prnhkm
has been resolved. e .4;,..\_(.b) (1)
S (b) (3)-P.L. 86-36
SA5HAHS Human error caused targeting of 11.S. pm sons hunml the dates in "
consensual collection agreements. Targeting occuired mnmwam bu\\un
| |and'| because NSA analysts did not review consensual
collection tasking. No collection resulted from the targeting errors. The errors resulted
from a lack of training for new personnel: personnel transition, and manpower 5hurlaLc
1'o reduce the risk of recurrence. the organization created i

before each authorization’s expiration.

SHsHAS Human error resulted in the targeting of a U.S, person when an analyst
e targeted a a foreign
8 USC 798 intelligence target.. The analyst did not consider that this could retrieve results on the
0 usc 3024 (1)U.S. person. While reviewing the query results, the analyst recognized the mistake. On
'\L' E e |thc.am,alyst deleted the query and the results were deleted from the NSA
database. No reports were issued. The analyst-was counseled on how to create proper
queries. ‘ -‘?"“"‘.‘.‘(b) (1)
' {b) (3)-P.L. 86-36
54 Dissemination of U.S. identities The NSA E mupxm m:uedlZlSIGl?\Vf
pmdm.t reports during this quarter. In those reports. SIGINT analysts disseminated

/,r‘u &1 o

communications to. from, or about t1.S, pefsons or entities obtained while pursuing
foreign intelligence targets. SIGINT products were cancelled as NSA and Second

Party partner analysts learned of the U.S. persons, organizations. or entities named in the
products without authorization. The data was deleted as required and the reports were not
reissued or they were reissued with proper minimization.
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(U )The Forelgn lntelltge,nce Survemance Act (FISA)

l ) Unauthonzed Targetmg

lan NSA analyst revie W mﬁl ‘"Iéac‘lcclors

imrncd Ihfu a Iumm 1..1rg:a.t had traveled to the United States:| |the analyst

deleted the] Jand instructed branch personnel m delete an e- mml
| I’\Io reports were issued based on the collection. 5

| an NSA analyst learned that a selector for an approved 'iﬂl‘gdlf"».._
ona I ES( Urdcr remained on tasking | :

The selector remained
tasked from| ‘[ The analyst detasked the telephone number on
| | No reporting was issued from lh_él intercepts collected from the selector.

|an NSA analyst targeted a U.S. person before proper
aulhnnmtmn had been obtained. The analyst immediately deleted the query after realizing that
the selector belonged to a TS, person. No collection resulted from the query.

(U) Database Queries Bl PR -E-D. Berss

= On recasions, SIGINT reports were canfje] ed and not reissued. During a
post publication review, the NSA ‘[Chief found that U.S.
organizations were mentioned in the reports. On the first occasion] |was
listed, and in the remaining reports, ssociation was mentioned. The reports were
reissued with proper mtmmllatmn Thelﬁcamdlul SIGINT reports are mdudul m the item
above on unintentional d 1%:.11111141(}01\ of U.S. identities. /

(b) (3)-18 USC 798
(b) {3) =PsLic 86-36

(L7) Retention

; - an NSA database developer noted that a

database u‘mlamui F I% A data older than the retention time authorized by the court. The data

was discovered during a review of|
| All files containing the FISA data were mov ‘dl

Lo prevent future retention errors, the developers Fave

land implemented| B

FISA data and pumdncml emove ] l\;r\ data older than'one year: )

o Business Records (BR) Order e 3y B L. 86-36

- Business Records Order ~On 17 and 22 September 2009. an NSA
mml\ st forwarded reports and an e-mail to ‘leared pérsonnel who had not received required
cialized BR uammu

(b)k3)—p.L. 86-36

(b) (1)
e i L (b) (3)-50 USC 3024 (i)
6 (b) (3)-P.L. 86-36
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Pen Reg‘i‘éter_\fTrap and Trace (PR/TT) Order

V | Lm NSA analyst initiated a query beyond the authorized number

of hopx 1mm an approved PR/TT seed-address. The analyst was using an earlier version of a

software tool|

| The query did not produce any results.

The latest version-of the tool was implemented

(U) The Protect America Act (PAA)
(U) Nothing to report.

(U) The FISA Amendments Act (FAA)
(U) Section 702

(U) Targeting

;

b
(b)(3)-50 USC 3024 (1)
b) (3)-P.L. 86-36

SHSHARE- SAFHEY A software error caused a foreign intelligence target. tasked
under the FAA _|Certification, to remain on collection at NSA

| [while the target was in the United States. The software error
occurred on Jand lasted only two minutes. While preventing the complete
detasking of the selector, the detasking interface indicated a successful detasking. The error was

found|

| The selector was

detasked between| [ Research to determine if other tasked selectors were
d“LLlLd by tha same xof'tv\ are error \\as Londu:.ted No other sdenlmx were alleucd All

2 (b) (1)
":‘(b) (3)-P.L. 86-36

and ld:uelcd anon- l .S, person \ulhoul suihuem bd\l\ 1o buhuc lhat the target

had left the United States. The selector was detasked mwlkmon obtalnud for that
nme permd was purged from NSA databases. and no up(ms were 1ssued.

3 Selectors tasked on| |1ur a tomgn

mtclhgunu target were dz.tmkul onf

on thc advice of the NSA OGC. Upon

review I

and discussions with the tasking analyst, the OGC

attomc'\ determined NSA had insufficient jus

ification to task the selectors. Data collected from

the selectors was purged from NSA databases

and no reports

were issued from the collection.

-18 USC 798
-50 USC 3024 (1)
-P.L. 86-36
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8 UsC 798
0 USC 3024 (1)
.L. 86-36

"UU‘II—\

(b) (1)
(b) ¢3)-50 USC 3024 (1)
b) (3

(b) (3)=R.L. 86-36
(11) Detasking Delay

b : ()nl" |uua§mnsihe m.lwluh!m foreign !HEL”}LLHLL targets
tasked under th Certification remained on IJsI\mu while the mrm\ were in

the United States Trom] 7 Juntil| s ~ 1

the United States, the NSA analyst attempted to detask the targets’ selectors but was

unable to enact the detasking because her detasking privileges had been Lhdﬂ”Ld The ‘analyst
found the software mistake on Idﬂd detasked
"(‘b-)-..(.l_):‘ 1hL sdeums on '( ullutmn that occurred while the targets were in llk U nmd States

1

—— St _ |N“;'\ analysts discovered that a software glitch prevented the
detasking of a selector] . ~linside the United States. NSA attempted to detask the

e-mail selector o1 when 1 — |the United States. *
Research revealed that th sent duplicate dctd\}\nm entries to the tasking system, muxmg

“the svstem to ignore the detasking request. The software slitch was corrécied]

(b) (1)
Ho3+—5d USC 3024 (i)
' (b) (3)-P.L. 86-36
; = While conducting g FAA sclulnr review
r |<m \"w’\ dnah st tmmd that one selector belonging to a target was missed when the target's
. [the
Umnited States. - Theselector was detasked| | No collection resulted between |

[and 1o reports were issued.

Human error resulted in a delay in detasking an e-mail selector

I‘

[to detask the
selector. Ihe selector was detasked on] when the e-mail selector-was
the United States, and resulting collection was purged from an NS/ A ddl‘]ba'\e
e  No teporting resulted from the unathorized collection.

(b) (1)
(e 318 L - . “) A target, tasked for collection under the F \ \
& uhhmimn was not dctaxku in time to avoid collection when the target entéred the United
States onl | Althouch the NSA analvst submitted the dcmskmg request on
Consequently, the selector'was not
detasked untif fvas collected before the target's selector was
detasked. [was purged from an NSA damhaxq | No reports

\\;.ze xsmed on the ntercept.

-18 USC 798
-50 USC 3024 (1)
P.L. 86-=36

(L ‘)«"Dissemination

SHSES I:l‘x ii"“ l reports were cancelled and not reissued. In the first report. a foreign
mtdlumnu target tasked under FAA Certif imlmn

(b) (1)
(b) (3)-50 UsSC 3024 (i)
b) (3)-P.L. 86-36
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‘nited States or reports, all on the same foreign intelligence target tasked under FAA
Certification, were cancelled when NSA analysts learned that the target
was a naturalized U.S. citizen.- The| cancelled SIGINT reports are included in the
aforementioned section on the dissemination of U.S. identities.

SHSATYE an NSA analyst forwarded FAA data to NSA
personnel, some of whom were not authorized {o-view FAA data. The e-mail was recalled and
recipients deleted copies ' 5

(U) Section 704 (b) (3)-P.L. 86-36
(U) Nothing to report

(U) Section 705h

(b) (3)-P.L. 86-36

(U} Database Queries

an NSA analyst did” not puform duc d]hbunu prior to
mnduwm_ a qUCTY 1 TeSponse Io:reque.st for information. The analyst who is the subject
matter expert on the foreign intelligence target was on leave. so another analyst researched the
request. Although the analyst was not told that thq .-~ fwas a U.S. person who
was previously the subject of FAA 705b coverage, the analyst should have fully

researched the target prior to acquiring d'a,ia"‘('ivn a foreign intelligence target. The analyst

failed to check the expiration of the court order prior to his query. The court order had expired
on . The mistake was ‘found by the subject matter expert when he returned from

| | The queried data was. dLlLI‘Ldl |T\o data was

disseminated to] . |aml no reports were issued. T N ey (1)
i (b) (3)-P.L. 86-36

. —¢) an NSA dnalx st mistakenly queried a.
lowlm U]IEHIL,LHLC tzu g,Lt S scl;ctm in a NSA database] |

| . The analyst realized the errorand deleted the query results on[
NO Ieports were isstied on ThL qugr\ rcsullc I

: St
(U) Other (b) (3)-50 USC 3024 (i)
(b) (3)-P.L. 86-36

(Uy Unauthaorized Access

(U) Computer Network Exploitation (CNE)

8 USC 798
0 UsC 3024 (1)
.L. 86-36

'UU‘I}—‘
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-18 USC 798
-50 USC 3024 (1)
-P.L. 86-36

8 UsSC 798
0 UsC 3024 (1)
.L. 86-36

g mrA

(b~ (1)

D) (5) 18 UsC 798
Ho—33—=00 USC 3024 (1)
(b) (3)

;|1L 86-36

(U} Dissemination

analyst subsequently deleted the e-mail and resent the e

containing unminimized U.S. data sent to the data repository was L‘lelclcd|

(U) Collection

St —+ a SIGINT analyst sent an e
unminimized U.S. person data to a customer and an NSA data repository.
discovered by the recipient, who deleted the ¢

(b (1)

(b) (3)-18 USC 798

(b) (3)-50 USC 3024 (1)
(b) (3)-P.

L. 86-36
:-mail containing

The mistake was
-mail and' requested a minimized version. The
mdil_mth minimized data. The copy

b) (3)- -P.L. 86-36

|scl:.Lmu Were tmhtd ata

b\ an ana,l\ stw hu was unaware that | |dtd not have authorization to task under the FAA.
Responsibility for the selectors was transferred to an NSA Washington organization authorized
to conduct FAA-related tasking.

(U) Counterintelligence Activities

(U) Nothing to report.

O SECRETCONMNT

1(}

OFORN
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-50"UsC. 3024( )
)(3) P.L. 86-36"

R (b) (3)-P.L. 86-36

(L) Intelligence-related Activiﬁeé h

. EESHSEAS To reduce the risk of unauthorized telephony collection and prevent violations,
~NSA instituted a process to give analysts greater and faster insight into a target's location:

[In lhcl Fhslemccs when collection

occurred. i was purged from NSA databases.

| NSA analysts found| E-mail selectors]|

iL oliection -
occurred m| |0t thq _ nstances-and \\-'as--pu-rgec:'t---f"mm--NS.f\--dmabascs;--' i— EE; E é; .

FATFYEY) Although netv iolations of P 0. 12333 and related directives..
‘\J‘x \’( S’s upﬂm jnshmus in which database access was notterminated when access was
no longer required. Once identified. the accesses were |umm'md Additionally, there were two
instances of account sharing | 4n instructor in a training class accessed
the computer and SIGIN'T database account of a student and queried a fictitious selector. The
instructor was teaching the class at a location away from NSA Headquarters, and could not
access his computer account or database. Two problems occurred. The first is that the instructor
accessed another's computer and database account. The second is that he did not vet his
fictitious query to ensure the selector did not belong to a U.S. person. An analyst stopped the
instructor and deleted the results of the database query. | [NSA learned
that two SIGINT analysts were using a third analyst’s account to access NSA databases.
Although the two analysts were authorized to access the databases, their actions violated NSA
computer security policies. The analysts™ database accounts were disabled and later restored due
to critical mission support requirements.

2. (U/HOY0O) NSA Office of the Inspector General Intelligence Oversight
Inspections, Investigations, and Special Studies

(UAOH6) During this quarter, the O1G reviewed various intelligence activities of the
NSA/CSS to determine whether they had been conducted in accordance with statutes. Executive
Orders. Attorney General procedures. and Department of Defense (DoD) and internal directives.
With few exceptions. the problems uncovered were routine and showed that operating elements
understand the restrictions on NSA/CSS activities.

~(b) (1)
(U/Fetor Misuse of the U.S. SIGINT System (USSS) (b) (3)-P.L. 86-36
: | fan Army analyst assigned to
the| reportedly queried n violation of

(b) (1)
(b) (3)-P.L. 86-36 (b) (3)-50 UsSC 3024 (1)
b) (3

(b) (3)-P.L. 86-36
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U SSID SP0O018. Reportedly, the analyst quuled the foreign numbers to aid in learning the
language. The analyst's action was not in support of his official, mission-related duties.
The analyst's database access and his access to classitied information have been suspended.

(U) Congressional, 1OB, and DNI Notlf'catmns " () (3)-P.L. 86-36

i - NSA omll\ notified the Congressional Oversight Committees
that] errors. raw data gathered for Computer Security (COMSEC)
purposes was available 10 non-COMSLEC elements at NSA

I\\ hile no U.S. person data was included in any SIGINT lcpo]lm“.
these| errors violated procedures outlined in the National i
Telecommunications and nfommlmn Systems Security Directive (NTISSD 600) that uslmt
access to raw COMSEC data to p‘.r\unml dmhunzcd to perform the COMSEC mmmn \4\ A
has taken appropriate action to correct lhu umrs \ /

3. (U) Substantive Changes to the NSAICSS lntelhgence Oversight Program
(L) Nothing to report.

4. (U) Changes to NSA/CSS published directives or pdﬁ&iéé concerﬁing
mte[hgence counterintelligence, or intelligence-related actmtres and the reason
for the changes

-18 UsSC 798

1)
- . 3)
(U) Nothing to report. 3)-50 USC 3024 (i)
3)

-P.L. 86-36

5. (U) Procedures governing the activities of DoD intelligence components that
affect U.S. persons (DoD Directive 5240.1-R, Procedure 15) Inquiries or Matters
Related to Intelligence Oversight Programs

(U) Nothing to report.
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