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Additional Copies 

To request copies of this report, contact Mr. Gary Campbell at (703) 604-8835 
(DSN 664-8835). 

Suggestions for Future Evaluations 

To suggest ideas for or to request future evaluations of Defense intelligence issues, 
contact the Office of the Deputy Inspector General for Intelligence at 
(703) 604-8800 (DSN 664-8800) or fax (703) 604-0045. Ideas and requests can 
also be mailed to: 

L 
Office of the Deputy Inspector General for Intelligence 

Department of Defense Inspector General 
400 Army Navy Drive (Room 703) 

Arlington, V A 22202-4704 

-'--

Acronyms 

DIA 
DOS 
JFIC 
JTF-CS 
JTC-J 
MC 
ODNI 
OIG 
DIG(I) 
USJFCOM 

To report fraud; waste, mismanagement, and abuse of authority. 

Send written complaints to: Defense Hotline, The Pentagon, Washington, DC 20301-1900 
Phone: 800A24.909a e-mail: hotline~milvlWVl.dodig.millhotiine 

Defense Intelligence Agency 
Asymmetric Threat Division 
Joint Forces Intelligence Center 
Joint Task Force-Civil Support 
Joint Transformation Command-Intelligence 
Management Control 
Office of Director of National Intelligence 
Office of the Inspector General 
Office of the Deputy Inspector General for Intelligence 
United Stated Joint Forces Command 
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INSPECTOR GENERAL 
DEPARTMENT OF DEFENSE 

400 ARMY NAVY DRIVE 
ARLINGTON, VIRGINIA 22202-4704 

September 23,2008 

MEMORANDUM FOR UNDER SECRETARY OF DEFENSE FOR INTELLIGENCE 

SUBJECT: Review of Joint Forces Intelligence Command Response to 9111 
Commission «HOTLINE Case No. 106136) 
(RepOlt-No. D2008-INTEL-IS (U» 

(U) A Joint Forces Intelligence Command former employee alleged in May 2006 
to the Office of the Department of Defense Inspector General that the Joint Forces 
Intelligence Command had not disclosed all original material relating to the 9111 
Commission. In November 2007, the former employee contacted the Office of the 
Inspector General, Director of National mtelligence regarding the status of his complaint. 
The Director, National Intelligence Office of the Inspector General forwarded the former 
employee's query to the HOTLINE, DoD Office of the Inspector General for action. On 
January 15,2008, the HOTLINE tasked the Office of the Deputy Inspector General for 
Intelligence. 

CU) We conducted an extensive review of documentation and conducted 14 
interviews. Available evidence and testimony showed that the former employee had no 
basis for his allegation and that the Joint Forces Intelligence Command provided a timely 
and accurate reply in response to the 9111 Commission. 

(U) On February 11,2008, we issued a letter announcing a review, and then 
conducted interviews and document reviews at all levels of the Joint Forces Intelligence 
Command. Reference documents are on file at the DoD Office of the Deputy Inspector 
General for Intelligence. 

(U) We believe that the evidence obtained provided a reasonable basis for our 
findings and conclusions based on our review objective. 

(U) We performed this review in accordance with the "Quality Standards for 
Federal Offices of Inspector General." 

(U) Questions should be directed to Mr. Gary Campbell at (703) 604 8835 (DSN 
664 8835). At management's request, we will provide a formal briefing on the results. 
See Appendix D for the report distribution. 

'. 2<- tllt/U1C U-
Patr' la A. Brannm 

Deput Inspector Genera] 
for Intelligence 

Regraded unclassified when separated from classified enclosures 
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Department of Defense Office of Inspector General 

Report No. D2008·INTEL·15 September 22, 2008 

Review of Joint Forces Intelligence Command Response to 
9/11 Commission (U) 

Executive Summary 

(U)Who Should Read This Report and Wby? The Under Secretary of Defense for 
Intelligence, responsible for overseeing DoD intelligence activities; the Commander, 
United States Joint Forces Command, responsible for the organization accused of 
misleading Congress; the Commander, Joint Forces Intelligence Command, accused of 
misleading Congress; and the Director, Defense Intelligence Agency responsible for 
compiling the report for Congress. 

(U) HOTLINE Allegation 

(U) A Joint Forces Intelligence Command fonner employee alleged in May 2006 to the 
Department of Defense Office of the Inspector General that the Joint Forces Intelligence 
Command had not disclosed all original material in response to the 9/11 Commission. In 
November 2007, the former employee contacted the Office of the Director of National 
futelligence regarding the status of his allegation. The Director of National InteUigence 
forwarded the allegation to HOTLINE, Department of Defense Office of the Inspector 
General, where the allegation was tasked to the Deputy Inspector General for Intelligence. 
On February 11,2008 the Deputy Inspector General for Intelligence announced a review. 

(U) Background 

CU) The Joint Forces Intelligence Command was established in 1999 and was subordinate 
to the United States Joint Forces Command. The mission of the Joint Forces InteJligence 
Command was to "provide general and direct intelligence support to United States Joint 
Forces Command, United States Joint Forces Command staff directorates, subordinate 
unified commands, joint task forces, Service component commands and subordinate joint 
forces commands tasked with executing United States Joint Forces Command geographic 
or functional missions." In 1999, the Joint Forces Intelligence Command created the 
Asymmetric Threat Division to take a non-traditional approach to analysis. The 
A~ymmetric Threat Division provided current intelligence briefings and produced the 
Worldwide Terrorist Threat Summary in support of the Intelligence Director for the 
United States Joint Forces Command. The Asymmetric Threat Division also provided 
support to the Joint Task Force·Civil Support. The Joint Task Force-Civi~ Support 
assisted civil authorities with disaster assistance. 

(U) Public Law 107-306 created the National Commission on Terrorist Attacks upon the 
United States (also known as the 9111 Commission) on November 27,2002. Public Law 
107·306 mandated that the Commission investigate "facts and circumstances relating to 
the terrorist attacks of September 11, 2001." 
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(U) The Defense Intelligence Agency requested United States Joint Forces Command to 
provide information regarding the September 11,2001 attacks in support of the 9/11 
Commission on March 11,2002. The United States Joint Forces Command tasked its 
subordinate organizations, to include the Joint Forces Intelligence Command, to provide 
information in response to the Defense Intelligence Agency inquiry. Joint Forces 
Intelligence Command compiled its answers and forwarded the results to United States 
Joint Forces Command. The United States Joint Forces Command, Director of 
Intelligence reviewed the results prior to release to the Defense Intelligence Agency. 
Evidence. On March 25, 2002, United States Joint Forces Command provided the 
Defense Intelligence Agency with a coordinated response to the Defense Intelligence 
Agency Congressional Affairs Office. 

(U) On July 22, 2004, the 9111 Commission issued its public report. The 9111 
Commission report does not mention the Ioint Forces Intelligence Command. The 9/11 
Commission report discussed the establishment of the United States Joint Forces 
Command. The report also stated that the United States Joint Forces Command was 
responsible for military response to domestic emergencies, both natural and man-made. 

(U) Results 

(U) We did 110t substantiate the alJegation. We found no evidence that the Ioint Forces 
Intelligence Command misled Congress by withholding operational information in 
response to the 9/11 Commission. The analysis completed by the Joint Forces 
Intelligence Command, specifically the Asymmetric Threat Division, was not applicable 
to the questions asked by the 9111 Commission. The answers provided to the United 
States Ioint Forces Command were accurate and substantiated by our extensive review of 
available documentation and our 14 personnel interviews at all levels of Joint Forces 
Intelligence Command. We concluded that the Joint Forces Intelligence Command 
provided a timely and accurate reply in response to the 9/11 Commission. The United 
States Joint Forces Command forwarded the response to the Defense Intelligence 
Agency's Congressional Affairs Office. 

ii 
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(U) Background 

(U) In May 2006, a Joint Forces Intelligence Command (JFIC)I fon~er employee2 

(IRON MAN) alleged to the Department of Defense, Inspector General HOTLINE 
that the lAC had not disclosed all documentation relating to the 
9111 Commission3

• In November 2007, IRON MAN contacted the Office of 
Inspector General, Director of National Intelligence (ODNI) regarding the status 
of his allegation. 'The ODNI forwarded IRON MAN's query to the DoD Inspector 
General HOTLINE where his allegation was tasked to the Deputy Inspector 
General for Intelligence (DIG (I). 

(U) Guidance 

(U) Public Law 107·306. Title VI (Domestic Security), Chapter 1 (Homeland 
Security Organization), November 27,2002, amended by Public Law 108-
207, Section 1, March 16,2004. 

Sec 601 "EST ABLlSHMENT OF COMMISSION," "established in the 
legislative branch the National Commission on Terrorist Attacks Upon 
the United States." 

Sec 602 "PURPOSES," "examine and report upon the facts and causes 
relating to the terrorist attacks of September II. 2001." ' 

Sec 605 "POWERS OF COMMISSION." "the commission is 
authorized to secure directly from any executive department. bureau. 
agency. board. commission. office. independent establishment, or 
instrumentality of the Government, information. suggestions, estimates. 
and statistics." 

(U) DoD Directive 5400.4, "Provision of Information to Congress," January 3D, 
1978, states that alJ DoD components will "make maximum information available 
promptly to, and cooperate fully with, Members of Congress and congressional 
committees and their staffs." 

I (U) The Joint Forces Intelligence Center. JFIC. has been reorganized and is currently identified as the 
Joint Transformation Command - Intelligence. 

2 (U) We assig~ed the former employee the nickname IRON MAN to protect his identity as the HOTLINE 
reporter. However. during the course of the investigation. one of the senior interviewees informed us that 
the IRON MAN had told her in a phone conversation that he had registered the complaint. 

3 (U) The 9/11 Commission was establiShed by Public 107-306 to "examine and report upon the facts and 
causes relating to the terrorist attacks of September 11. 200 I." 

1 
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(U) Objective 

(U) The objective was to determine whether the JFIC misled Congress by 
willfully withholding operational information in response to the 9/11 

Commission. 

(U) See Appendix A for a discussion of the scope and methodology. 

(U) Review of Internal Controls 

(U) DoD Directive 5010.38, "Management Control (MC) Program," and DoD 
Instruction 5010040, "Management Control (MC) Program Procedures," require 
DoD organizations to implement a comprehensive system of management controls 
that provides reasonable assurance that programs are operating as intended and to 
evaluate the adequacy of the controls. 

(U) Scope of tbe Review of the Managers' Internal Control Program. This 
report is provided in responSe to an allegation made to the DoDIG HOTLINE. 
The scope of the report is limited to fact finding surrounding that particular case. 
Accordingly, a review of the managers' internal control program was not 
performed and was outside the scope of this review. 

2 
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(U) JFIC Response to Congress 
(U) The JFIC provided a timely and accurate reply to United States Joint Forces 
Command (USJFCOM) in response to the 9/11 Commission. The USJFCOM 
forwarded the JFIC response to the Defense Intelligence Agency (DIA) 
Congressional Affairs Office. We found no evidence that the JFJC willfully 
attempted to withhold information in its response to the 9/11 Commission. The 
JFJC provided information that was accurate and was substantiated by an 
extensive review of available documentation and of 14 persormel interviews at all 
levels of the JFIC. As a result, we concluded that the allegation was invalid, and 
that the JFIC acted responsibly in its response to the 9111 Commission. 

(U) History 

(U) The United States Joint Forces Command 

(U) The United States Atlantic Command transitioned into the USJFCOM when 
the Unified Command Plan was approved in 1999. The naming change reflected 
the expansion of USJFCOM's mission areas. The Unified Command Plan 
assigned to the USJFCOM the mission "to accelerate oppOltunities for forces to 
gain joint warfighting training and experience, leverage lessons learned in real and 
training scenarios, and recommend changes to joint doctrine that improve the 
warfighting capability of the armed forces." The Unified Command Plan fUl1her 
identified the Northern Atlantic as the geographic area of responsibility for the 
USJFCOM. 

(U) The Joint Forces InteHigence Center 

(U) As the USJFCOM transitioned, the Atlantic Intelligence Command 
transformed into the JFJC. The JFJC remained subordinate to the USJFCOM. 
The mission of the JFJC was to "provjde general and direct intelligence support to 
the USJFCOM, the USJFCOM staff directorates, subordinate unified commands. 
joint task forces, Service component commands and subordinate joint forces 
commands tasked with executing the USJFCOM geographic or functional 
missions." The JFJC did not have the mission to track Usama Bin Ladin or 
predict imminent US targets. 

(U) JFIC's Asymmetric Threat Division (DOS) 

(U) In 1999, the JFIC created the Asymmetric Threat Division (D05) to take a 
non-traditional approach to analysis. The Director of Operations recruited JFIC 
personnel from the command based upon their counterintelligence and 
counterterrorism expertise. The 005 provided current intelligence briefings and 
produced the Worldwide TelTorist Threat Summary in support of the USJFCOM 
Intelligence staff. The D05 also provided support to the Joint Task Force-Civil 
Support (JTF-CS). The JTF-CS assisted civil authorities with disaster assistance. 
The 005 supported the JTF-CS exercises by establishing fictional terrorist 
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organizations tbat would mimic real world terrorist groups. In the summer of 
2001, the DOS was realigned under the InteUigence Watch Center. 

(U) JFIC's transition to JTC-I 

(U) In 2005, the JFIC transformed into the Joint Transformation Command 
Intelligence (lTC-I), and its mission was to optimize "intelligence capabilities to 
SUppOit the USJFCOM as the lead agent for defense transformation." 

(U) The National COlnmission 011 Terrorist Attacks 

(U) Public Law 107-306 created the National Commission on Terrorist Attacks 
upon the United States (also known as the 9/11 Commission) on November 27, 
2002. Public Law 107-306 mandated that the Commission investigate "facts and 
circumstances relating to the terrorist attacks of September 11, 2001." 

(U) USJFCOM responds to the 9/11 Commission 

(U) The Defense Intelligence Agency (OIA) requested USJFCOM to provide 
information regarding the September 11, 2001 attacks in support of the 
9/11 Commission on March 11, 2002. 

(U) The USJFCOM tasked its subordinate organizations, to include the JFIC, lO 
provide information in response to the DIA inquiry. The USJFCOM sent lhe 
tasker to the JFIC on March 13, 2002. The tasker was marked urgent and was due 
on March 22. 2002. The tasker consisted of 13 questions derived from the 
original DIA tasker. (See Appendix B for the original questions and answers.) 

(U) The JFIC processed the DIA tasker via a command implemented tasker 
tracker system called Remedy. The tasker was assigned to a JFIC senior naval 
officer who acted as the action officer. The JFIC action officer collected 
infonnation from various departments within the JFIC. After the action officer 
compiled the JFIC's response, the answered questions were forwarded to the 
USJFCOM. The USJFCOM Intelligence Director reviewed the JFIC' s input prior 
to release to the DIA. (See Appendix C for original questions and answers to 13 
questions that USJFCOM forwarded to the DIA Congr~ssional Affairs Office on 
March 25, 2002.) 

(U) On March 25, 20Q2, the USJFCOM provided the DlA Congressional Affairs 
Office with a coordinated response. The USJFCOM explained to the DIA 
Congressional Affairs Office that it had "forwarded the task to our associated 
intelligence organizations and have received two affirmative replies: One from 
the Joint Forces Intelligence Command (JFIC), and one from the Joint Force 
Headqualters, Homeland Security Command (HLS)." 

4 
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(U) The 9/11 Commission Report 

(U) On July 22, 2Q04, the 9111 Commission issued its public report. The 9111 
Commission report did not mention the JFIC. The 9111 Commission report 
discussed the establishment of the USJFCOM. The report also stated that the 
USJFCOM was responsible for military response to domestic emergencies, both 
natural and man-made. 

(U) The 9111 Commission closed on August 21, 2004. 

(U) HOTLINE Allegation 

(U).In May 2006, IRON MAN reported to the DoD Office of the Inspector . 
General HOTLINE that the JFIC had not disclosed all documentation relating to 
the 9111 Commission. The allegation stated that the "Joint Forces Intelligence 
Command (JFIC), when instructed in or before May 2002 to provide all original 
material it might have relevant to al-Qa'ida and the 9111 attacks for a 
CongreSSional Inquiry, intentionally misinformed the Department of Defense that 
it had no purview in such matters and no such material." The allegation further 
stated that the JFIC, specifically the Asymmetric Threat Division (005), had 
reported that the World Trade Center and the Pentagon were the most likely 
domestic targets. 

(U) Analysis of the Allegation 

(U) The allegation stated. that the JFIC had not provided files in response to the 
9111 Commission. IRON MAN alleged that the JFIC had not provided the 9111 
Commission with the original material created by 005 relevant to al~Qa'ida. 
During his interview, IRON MAN stated that he had never seen the 
9/11 Commission questions or JFIC's response, but that Congress should have 
asked for files concerning the tracking of Usama Bin Ladin. 

(U) The 9111 Commission questions had not requested the direct submission of 
any files or requested infOlmation regarding the tracking of Us am a Bin Ladin. 
The 9/11 Commission questions were very specific, and asked for information 
which involved the "imminent attack" or "hijackers involved." Evidence 
indicated that the JFIC did not have knowledge regarding imminent domestic 
targets prior to 9/11 or specific 9111 hijacker operations. 

(U) IRON MAN alleged that 005 had completed "Numerous originall'eports." 
Interviews with former JFIC personnel4 along with historical 005 briefings 
indicated that 005 had not completed original intelligence reporting. 005 
monitored and compiled intelligence reporting to keep the USJFCOM leadership 
aware. 

4 (U) We interviewed the previous USJFCOM Director of Intelligence, the lAC Commanding Officer, the 
JFlC Deputy Commander, the JFIC Director of Intelligence Operations (01), JFIC action officers and 
personnel from the Asymmetric Threat Division. . 
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(U) IRON MAN alleged that the JFIC would have denied the existence of D05 
and its analysis. The JFIC correctly identified the DOS in its response to question 
8 (See Appendix B), and stated that D05's emphasis was on force protection for 
the USJFCOM components. 

(U) IRON MAN alleged that the JFIC had "intentionally misinformed the 
Department of Defense." The Senior Intelligence Officer for the USJFCOM 
reviewed the JFIC's input and stated that he had sat through their morning briefs, 
and didn'tthink it was odd they would not have had any of the infonnation 
requested. 

(U) The JFIC's Commanding Officer established a command atmosphere which 
highlighted intelligence oversight and mission focus. The 005 Operations 
Officer stated that the JFIC was very cautious over the support that was provided 
to the JTF-CS based on intelligence oversight guidelines. The Deputy Director of 
Intelligence stated that the JFIC Commanding Officer would repeatedly ask for 
written certification to justify any tasking for any department or division. He 
further stated that D05 had no theater specific mission. The subsequent Deputy 
Director of Intelligence stated that the lFIC Commanding Officer directed him to 
stop tracking Usama Bin Ladin. The Commanding Officer stated that the tracking 
of Usama Bin Ladin did not fall within JFIC's mission. The Commanding Officer 
also stated that a couple of folks doing analysis of Afghanistan terrorist training 
camps was perceived as excess capability when it is not your AOR [Area of 

. Operations] and that the issues where not in JFIC's swim lane. 

(U) Conclusion 

(U) We did not substantiate the allegation. We found no evidence that the Joint 
Forces Intelligence Command misled Congress by withholding operational 
information in response to the 9111 Commission. The analysis completed by the 
Joint Forces Intelligence Command, specifically the Asymmetric Threat Division, 
was not applicable to the questions asked by the 9/11 Commission. The answers 
provided to the United States Joint Forces Command were accurate and 
substantiated by our extensive review of available documentation and our 14 
personnel interviews at all levels of Joint Forces Intelligence Command. We 
concluded that the Joint Forces Intelligence Command provided a timely and 
accurate reply in response to the 9111 Commission. The United States Joint 
Forces Command forwarded the response to the Defense InteUigence Agency's 
Congressional Affairs Office which was responsible for further dissemination. 

6 
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Appendix A. (U) Scope and Methodology 

(U) We conducted a review in response to an allegation made to the DoD 
HOTLINE. We evaluated National, Department of Defense (DoD) and 
Intelligence Community (IC) documentation to determine whether the JFIC 
misled Congress by willfuJly withholding operational information in response to 
the 9111 Commission. We completed field work on September 3, 2008. 

(U) To achieve our objectives, we conducted 14 interviews to include the previous 
USJFCOM Director of Intelligence, the JFIC Commanding Officer, the JFIC 
Deputy Commander, the JFIC Director of Intelligence Operations (DI), JFIC 
Action officers and personnel from the Asymmetric Threat Division. We 
interviewed current and former personnel involved in, or with knowledge of, this 
case from the following organizations: 

• The Defense Intelligence Agency (DIA) 

• The United States Joint Forces Command (USJFCOM) 

• The Ioint Transfonnation Command for Intelligence (JTC-I) 

(U) We also interviewed the complainant to obtain any additional infonnation or 
documentation. 

(U) We performed this review in accordance with the "Quality Standards for 
Federal Offices of Inspector General." 

(U) We also examined documents from the organizations above, which are on file 
at DoD 10. We believe that the evidence obtained provides a reasonable basis for 
our findings and conclusions based on our review objective. 

(U) Use of Computer-Processed Data. We did not use computer-processed data to 
perform this review. 

(U)· Prior Coverage 

(U) No prior coverage was conducted on the Joint Forces Intelligence Command 
Response to 9/11 Commission. 

7 
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Appendix B. (U) Scanned JFIC Response: 

1. Did your agencv have any infQrmation prior to Seot 11. 2001. to suggest Iha! inlernational 
terrorists olanned an imminent attack on a target or laroelS in lhe Uniled States? If so. olease set 
this information aside for review by the staff of the loint inouirv. 

ANSWER: No, there had been in-depth discussions about potential terrorist attacks since Dec 00. 
There was also ambiguous reporting received last summer (2001 l, but it was believed that the 
attacks were planned for Israel and Saudi Arabia. 

2. Did your agency nave information prIor to Sept 11. 2001 \0 sugoest thai international terrorist 
cells Were o[/era!lna within the United Slates? If so. please set thIs information aside for review 
by lhe staff of the joint inQuiN. 

ANSWER: No. but prior to Sept 11, 2001, neither JFIC nor JFCOM tracked terrorist activity in Ihe 
United Stales. The United States was not part of JFCOM's AOR. The United States area 
belonged to CJCS and force prolecUon responsibllity for 000 facilities, and personnel was a 
service responsibRity. JFIC maintained global situational awareness for areas such as CONUS 
outside of the USJ!=COM AOR, and briefed pertinent information available within 000 intelligence 
channels at the morning J2 brief, but we did not track it. Th s information generally consisted of 
CIA and NSA reports, sometimes supplemenl-=cl by other NCIS, AFOSI, or ACIC reports and 
threat assessments. Generally. all national level agency reporting that we had visIbility on 
stopped once the suspected terror1sts reached U.S. borders. We assume that this information 
entered law enforcement channels and was investigated (Terrorism In Ihe United States is the 
responsibRily 01 the Department of Juslice and the FB!.) 

A JFIC analyst recalls a message Irom CIA talking about Hizballah members coming to the 
United Slates via MelCico. ReportedlV the terrorists were going to move through Texas and head 
to Minnesota. We never saw any follow-up reporting on this Issue. 

3. Did your agency haye any jnformatlOn on the hijackers Involved in the altacks before 5eo111? 
If so please set !hIs inlonnation aside for review bv the staff of the loint inouirv. 

ANSWER: NO 

4. Please set aside for review bv the staff of the joint inouirv any information your agengy has 
obtained since Sept 11 20Q1 about the hijaCkers (e.g. their back~rounds. their orior inyolvement 
in terrorist actiyitles. their admittance Into the U.S .. their activiljes while In the U,S, 

ANSWER: JFIC has no orIginal sources or unique reporting about the Sept 11'· hijaCkers. AI! 
information received by the command originated with other agencies. and we included it in our 
prcducts. The best summary/background report Vie have seen, specifically with respect to the 
Sept 111h hijackings, was a video teleconferenced. Director of Military Intelligence CrIsis MIS (Dec 
2001/Jan 2002) when the FBI presented a most impressive summary of potential indications for 
Ihe attacks. We did not receive electronic copies or hard copies of t!:lis briefing. 

a. Does any of this informalion. in the view of your agency. suggest actions that should 
have been laken eilher by your agency or other agencies vis-A-vis the hijackers and lor their 
accomplices prior to SeDt 11 but were no!? If so please describe them. 

ANSWER: NO 

b. Does any of this InfOrmation. in the view of your agenS\!, indicate systemic problems or 
deficiencies Ihat should be remedied to increase the likelihood that !he U.S Government wOYld In 
the future learn of terrorist cells ope@tino within the United States? If so. please describe them. 

ANSWER: There needs to be common dalabases amongst government organizations 
that allow them to view each others data and work on things together. There probably needs to 
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be a Homeland Security JIA TF sel up to allow all key personnel from respective 
agencies/commands to participale and review the same information. Al some level, law 
enforcement information must be fused with intelligence. 

5. Did your agency oerform a ·post-mortem" or "lessons learned" evaluation as a result of the 
Sept 11 attacks? If so. olease provide cOPY. . 

ANSWER: No. The command did however react to the event with established crisis procedures 
and subsequenlly evolved to establish a larger effort dedicated to POUMIUFP, both in CONUS 
and OCONUS. 

Prior to Sept 11. JFIC had a 24-hour walch noor. The watch's main focus was the Russian 
Northern Fleet and the JFCOM AOR. The watch was also responsible for providing worldwide . 
situational awareness, however this was the job of one senior enlisted member who was tlUed the 
Pol/Miil/Force Protection Watch Officer. It was this individual's job to monitor worldwide events . 
and terrorist issues. Aller Sept 11. JFIC did not really perform a ·post-mortem: Instead, we 
improvised. adapted. and ·overcame. 15 minutes after the first plane hit the World Trade Center. 
JFIC started 10 set up a Crisis Action Support Cell (CASC). The CASC consisted of a Team 
Leader, Information Manager, Senior Analyst, INTSUM Producer, and a Briefer. TI,rs entity 
tracked events as they occurred and provided support 10 the JFCOM Crisis Action Team (CAT). 
The JFCOM J2 gave JFIC five areas to focus on with respect to the attacks: they Included 
CONUS Threats, OCONUS Threats. International Reaction to the terrorist attacks and the U.S. 
war on terrorism, tracking the situation in Afghanistan, and Chemical, Biological, Radiological, 
and Nuclear (CBRN) threats. JFIC also started to stand-up' a Pol/MillFP Analysis Branch. The 
purpose of this branch was to conduct analysiS on the above issues and provide analytical depth 
to the situational Bll'/areness functions being performed by the watCh. The foundation of this 
analytical branch was 14 acUve duty personnel and 1 govemment civilian pulled from throughout 
JFIC. The branch was augmented wUh 14 JFIC reservists, recalled to active duty, and 4 
contractors, and paperwork was initiated to hire 21 GG-11 Temporary Hires. 

Currently the PolIMiUFP Analysis branch consists of 4 Sections (CONUS Threal, OCONUS 
Threat. Terrorist Group Analysis, and CBRN). This branch now tries to track and reporlon 
terrorism issues worldwide. with a focus on potential threats to CONUS. One of the challenges 
that JFIC faces is the fact that JFCOM's AOR currenUy consists of the Atlantic Ocean, Russian 
Northern Fleet areas and. for practical purposes, now CONUS. JFCOM's AOI is the rest of the 
world (Joint Force. Provider). As a resull of this, the PolIMiIIFP Analysis Branch Is a "jack of all 
trades. master of none". As far as we know, JFIC Is one 'of the few 000 entities attempting 10 
track potential terrorist activities within CONUS. 

6. Has yoyr aoeney preDared any IInishedintelligence reports (e.g. analyses. summaries) Since 
58pt11, 2001 concerning the hiiackers involved in the attacks e.g. their background the / 
circumstances of1hefr admiSSion into the United States, their activities while in the United States? 
If so, please identify these reports by tllle and set them aside for review by the staff of the joint 
inguiry. 

ANSWER: NO 

7. Please orovide a list of the offices within your agencv that are principally responsible for 
counter-terrorism activities on a day-tO-day basis and idenlify the heads and deputy heads of 
these offices and their dales of service from 1995 to present. (Note: we are not asking for 
everyone in the supervisory Chain of such officials\. If the Individuals occlIpying these positions 
Sire current employees of your aoency. please indicate this .. 

ANSWER: 
t995-1996 CD/CIICT Division, DiviSion Head SA Warren Brownly (NCIS) 
1997-1998 CIICT Branch, Branch Head SA Mike Gilpin (NCIS) 
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1998-1999 CIICTlFP Branch. Branch Head CW3 Rich Shisler (USA) 
Nov 1999-5ummer 2001: Asymmetric Threat Division, Division Head MAJ Oliver Wright 

III (USA) still at JFIC, Deputy Mr. John Rodriguez (NCIS) nO\ll at DIA 
Summer 2001-Sept 11,2001: Current Intelligence Division, Division Head LCDR sm Carr 

(USN) still at JFIC. Deputy Capt Andrew Weis (USMC) stm at JFIC until Jun 2001, pes Camp 
Lejeune, NC. 

Sept 11, 2001-Present PolJMillFP Analysis Branch, Current Intelligence Division: Capt 
Andrew Wels (USMC) slill at JFIC until Jun 2001, PCS Camp Lejeune NC. Previous Current 
Intelligence division Officer (to Jan 2002): LCDR Sill Carr. Current Intelligence division officer: 
CDR Carlisle Wilson .. 

8. What does your ageney consider its "marching orders" both past (since 1985) and present, in 
terms of its responsibilities in the counter-terrorism area. i.e. what documents establish your 
reouirements and priOrities? Please identify these by title and set them aside for review bv the 
staff of the joint Inquiry. 

ANSWER: JFIC's counter-terrorism focus has changed over the years. 
1995-1999lhe CDICIICT Division/Branch focused on military operations that USACOM forces 
were conducting in Haiti. . 

Fall 1999-Sept 11, 2001: F9cused on Asymmetric Threats OCONUS to include terrorism and 
CBRN issues. 'Emphasis was on force protection for JFCOM Components and support to JTF­
CS. (JOINT FORCE PROVIDER). JFCOM andJTF-CS FIRs set the requirements. 

Sep 11, 2001-Present Focused on terrorism worldwide to include CONUS. (JOINT FORCE 
PROVIDERIHLS Mission) JFCOM PIRs. HLS PIRs, and the USJFCOM Homeland Security 
Campaign· Plan sellhe requirements. 

9, Please orovide the overlll! funding levels for, and personnel dedicated to. the cOlloter-terro"sm 
<lctivities of vour aaency for FY02. Please prOl/ide aoX augmellls!tions to these levels that have 
occurred since Sspt 11. and the Isveis of such funding and Demonne! requested ror FYQ3. 

!>HSWER: DF \\~ll PHOVIDE 

10. Apart from enhanced funding and oersonnellevels, has your agency made any significant 
organizational or operational chanoes since the Sept 11. in order to position itself better to warn 
of. or orevent, terrorist altacks aaainst the United States in the future? If so. olease describe 
them. 

ANSWER: JFIC Slood-up a separate branch within the Current Intelligence Division to support 
the JFCOM J2 and the Standing Joint Force Headquarters Homeland Security. It is called the 
PolIMiUFP Analysis Branch. It currently consists of 14 Active Duty. 14 Reservists, 1 Permanent 
Gov Civilian, 4 Temporary Civilians, and 4 Contractors. This branch is broken into 4 sections, 
they include: CONUS Threat Section. OCONUS Threat Section, Terrorist Group Analysis 
Section. and CaRN Analysis Section. This branch has established databases to track terrorist 
activities and suspicious events in CONUS, in order to conduct fusion and analysis. The 24-hour 
Watch has been augmented with an additional 3 personnel to support, 

11_ Are there specific thines that are not being done by your aeeney in the coynter-terrorism area 
for lack of funding andlor skilled oersonnel. which your agency believes would be important to its 
ability to warn of terrorist attacks aaainst the United States? If so. what are they? 

ANSWER: Prior 10 Sept 11. JFIC did not have a robust counter-terrorism mission. We did do 
some analysis but since it did not direclly support JFCOM's AOR, the analysts were directed to 
stop. As a result of this, and normal mnitary rotation, we did not have a large counter-terrorism 
analysis base to build on. After Sept 11, JFIC developed a counter-terrorism analysis capability 
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by reassigning existing personn~1. There are no active duty billets designated for counter­
terrorism anatysis and the people that we have doing Ihe work will rotat~ within th~ ne~t couple of 
years. Also the reservists that were activated to conduct counter-terronsm analysIs will be 
retained for two years·. The reservists brought skill sets and knowledge (from previous active duty 
experienee or their civilian jobs) that will only be temporary. JFIC has started hiring 21 temporary 
civilians to conduct counter-terrorism analysis. Some of these individuals have prior counter­
terrorism analysis experience, but most of them do not. This presents a training challenge trying 
to build experience. By the time the new temp hires are proficient on counter-terrorism analysis, 
their one-year temp hire will be over. if their billets are not made permanent or funded for a 
second year they will be dismissed, leaving USJFCOM with minimal capability to support a 
PoUMllIFP, HLS mission. Since the draft UCP transfers HLS missions 10 a newly crealed Unified 
CinC. USJFCOM is not anticipating this mission, and thus JFIC is not expecting to provide similar 
in!elligence support. 

There is still a need for an intemgtlnce and law enforcement fused picture and an established, 
operable national threat warning system to quickly pass threat data from intelligence entities to 
agencies that can take action such as INS, FBI, U.S. Customs Service etc. Additionally more 
direction and guidance is required that establishes "lanes in the road" for Homeland Security. 

12. Insofar as vaur agencv is conc;erned what proportion of the information YOU oblain about 
known or suspected terrorists operating in the United States or against U.S. Interests abroad 
comes from vaur own unilateral collection efforts, from other U.S. agencies. and from your 
aoency's liaison with foreign counterparts? On the averaoe (takjng at least a month's sample), 

. how many such reports would your agency receive in a given day? What do you do with the 
information that you receive from your unilateral collection efforts, from other U.S. agencies and 
'rom your aoency"s Dalson with foreign counterparts? 

ANSWER: JFIC does not conduct any unilateral collecHon in CONUS. nor does it conduct liaison 
with foreign counterparts. 

JFIC's process is to fuse aU of the informalion that we have visibility on into one all-source threat 
picture. We receive all of our reporting from olher agencies. JFCOM components, or services. 

On average 0113 sections review 2275 messages daily. When JFIC receives a report we decide 
if the information should be briefed to the senior leadership (J2 Brief), if it should be Incorporated 
into Ihe Dally INTEL Summary. jf it should be entered Inlo relevant data-bases, if we should try to 
do further analysis (connect the dots, possibly produce a special analytle product). or jf we need 
to follow-up with the reporting agency - based on Priority Information Requirements, as 
mentioned above. 

13. Are there laws. regulations or porlCies in effect that restrict or hamper your ability to collect or 
disseminate information about terrorists operating in the United States or against U.S. interests 
abroad? If so. what are thev. and does your acency believe they should be changed? 

ANSWER: JFIC does not currently collect intelligence pertaining to terrorist .operations in 
CONUS or OCONUS; JFIC does receive collected information, in the form of intelligence. which 
has been disseminated through intelligence channels. The difficulty is in the paucity of law 
enforcement information disseminated (very little Information on CONUS is published by Ihe 
national intelligence agencies concerning day-to-day suspicIous activity in lhe united States), and 
the leck of a true intelligence/Law Enforcement fusion center or process. 

Currently JFIC can review information that is available in 000 intelligence channels. Most of the 
information receivecl is through Service Counterintelligence reporting. The information available 
in 000 intelligence channels probably only represents 1110 of all reporting on suspicious activities 
in the United Stales. This is a result of intelligence oversight regulations put on the 000 
intelligence community, and the faet lhat other government agencies are responsible for 
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investigating this suspicious activity. Passing the information to 000 could compromise the 

investigation. 

There are several possible solutions to these problems, but the bottom line is that all information 
needs to be made available to one entity in order to analyze it and create actionable information. 

One of the other challenges that we face is the fact that often there are no follow-up reports to 
. "close the loop' on events being reported. Intelligence could lip law enforcement about potential 

suspicious activity, terrorist travel, or financial activity. Law enforcement agencies take this 
information for aclion but never report the results back to the intelligence community. If the 
results were shared then the intelligence community would be able to sharpen its indications and 
warning system for future suspicious activity. 

The following are potential solutions to the above stated problem. 
1). Change the intelligence oversight regulations to allow 000 intelligence assets to 

receive and analyze more information on suspicious activities in the United States. 
2). DoD directs the J3s of its various commands to be responsible for the fusion of 

information available in intelligence and law enforcement channels. 
3). A national fusion center is stood-up that incorporates DoD and other federal agencies 

that receives and analyze all information thai could potentially pertain to a threat to CONUS to 
include tactical. operational, and strategic level information. 

12 
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Appendix C. (U) Scanned lJSJFCOM Response: 

From: 
S9r.t: 
io: 
Cc: 
Subjs:t: 

Inlponan ce: 

Robinson. John A. • MAJ· USAF 
MQnday. M!!I'Ch 25. 2002 2:20 PM 
·diltep~i .. iC·90'" 
CIlecdlia. Ma:kE. ·0015· CIV 
US Joint '''';os Command's Po.ply 10 Gongr"'Slo~al 9111 Inquiry Tasking 

High 

C/essificaYo!l: SECRE; NO;:ORN 
UNCLASSIFIED WHEN SEPARATED FROM ATTACHMENTS 

Mr. Fre;d: 111& message and anaehmenls below are our reply 10 VADM \'\I'd."" .. 11 Mat 02 lasking memo. They have aU 
b~tn reviewed anel approveci for r.lease ~y CAPT Darryl Fengya USN. USJFCOM/J2 
- Maj Robinson 

US Joint FOICes Command I J2 25 Mar 02 

To: Mr. Peter S. Freed, DIA.Congressionat Allairs 

Sub~ct Congressional tnQ:li:y into 11 September 2001 Tenorist Altack (U) 

iU} In .. spanse to VAOM Wilson's 11 Mar 02 memo. same subject. JFCOM/J2 has named JFCOM/J23 as OPR Enel 
appointed Maj. JObn Ro~inSOn USAF (DSN 5:;;-60C$: JWlCS emlillaOasn@jlccm.lcgoy) as POC lor Ihis issue. 

tU} We have lon\.'Srd~d the task to our ;:ssociated ir.tttrJgence o:2anizaL:ons and have ur..eived hvo af~rmalive re;fle$! 
or~ lrom JoiIII Forc6s Intelligence Command (JEIC), and 01'18 Ir~m Joint Fo~ Headquatlers. Homeland Ssc~'fIly 
Command (HlS~ Olher organq"lions 1l3\-e e!her re:umed ne;a~ reprllls or will par1icipal! in Ihe tnquiry via their p ... nl 
O!ganq"t!ons rather lIlan through JFCOM. 

(U) JFIC old not track in·CONUS· f~~n tilreat or terrons: infarmdlion prior 10 1\ Sap 01, so fts ansIVers to Mr. Sridel's 
queslions are mos:1y negative. TM answers ~ attached to this emait they have ~n r6vi~d by CAPT Janice Dundas 
USN. JRC Commander. 

IV) HLS dieS not exisl as an Qrganiza(<m pIfor 10 11 Sap 01, so its answers to Mr. SniOers questions are /IlQsUy negalive. 
II has IolWatd&<l a r.st of threat I:rlef"lls which contain infOlmaUon regi",-r.g terrorism. The iSlanci answers a~ altached: 
thay have been reviewed by CAPT em Reisk. USN. HLS D~eclot 01 Inlalli.ern:e. 

(Ul JFCDMlJ2 Is ready to cooperale lurther with )OUt inveSligarlOn as needed. Ple~e conleet me ~ you rsquire further 
asslstance. 

Very Resoecltuny, 

(signed) 

Maj. John A Rat:i_n. USAF 
US Joint Foro", Command/J234 
(757) 835-S006 OSN 836.06005 
E·mait 1.oa672@jlcomj~.eov 

eLA SSIFICA TlOi'i:SECRET NOFORN 
VNCLASSlFIEOWHEN SEPARATED FROM ATTACHMENTS 

No CI:ssWcetioil iil f\~css"g= l30dy 
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No Classification In Message Body 

RoclplDrt 

~11.t/.ark E. .. GG1S .. ClV 

No Classification in Message Body 
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. FOR OFFICIAL USE-eNt¥ 

DEPARTMENT OF DEFENSE 
CO"~"JHCHII' 

U.a..roINT FORCE:S coa&lANO 
1$12 t.lIT.CJ.tIR AVENUE "ntl ac:o 

HOAPOu(' VA 7.U.$1-U •• N~"JIIFlIIITD. 

JOO 

Subjet;;; nC~iVllj;iQ'; of ?tovisio::al ~oi.r:c. :o~ce !iee.c:iq~r::e=-:a 
!o=- HCl11elc:la Securi c;y 

!. £f!eccive 1 February 200%, C03tr.ll.r.de~ !:1 Chief. cn:L~ed. States 
Join:. Forees CO!!':.'.and aeeivat:es. t.he provisiona.l .loin: i'o:;"ce 
!'!eadQ\! • .rte~s !o.r !rom'lane! S.c~.::-!t.y 'JE'H'O-~l, ~;'lde~ t.."":e co:mu...~d 
o! Major Ge:eral s:dWarc1: S(l~ia:1O .. U:1itec! SeAt •• A:c.;y. 

2. :-2!.,ss-ion: As c:!l:ec:te-d by Ccmc-.... "'laer !r. Chief. U .. S. J'o!:z.t 
i'c=ceS CC::';:I:at1d, Com:r.a...,de= • .n'HQ-l'.I.S CCJFHQ-!-::"S) ~1&ll.G'. 
coordir.at... ar.d -.~eeut •• Ho=e14nd SeC'\lr1o:y Ope:.:t.lonSi to 
!.nclc.de t~.· :L..'"ftPle:mer2I:a.~io.. ... of .:1 l!LS cmc. 

3. Aur.hor1ty: CJFSQ-HLS co:u:aa:ds ~1':.S' p::'ov!s!cne.l J:'KQ-HLS. 
incl1...~:1g the P.t.S CINe Imple::ten-:;At:!O:'l Planning T.am.. CJ:rHQ-!'~ 
al!lo exe:,'.:ises £\,\1.1 oper.a.;:o:.al cc:::=-ol o\"e: Joint; Task: i"or-Ce 
Civil Su;::P0l"t. ~"TF-es). ~oi~t 'l'"aak I"o:'<:e Six 1.17T-$'. a:u! Dthr­
!oreos A. Ass~~ea. 

,. Cc"",."c! lIoo16<io""h1»$' The CJF!!Q-HLS "ep""!:s tlu:01.:gh to"" 
!)e~c~ Com:nanCSer 1:'1 Chief. u.s. Joint: Forces Co."mlland. to the 
Cosrert5."'lder in ch:!..~4' U.s. Joir:~ ro::ce. cc.ar.d:. CW'HQ-P-LS will 
coordina.eG cloa.l:y 'With the Cbi.ef ot s:.af;f" U.S. Joint: !'02:ces 
COm::IA..,:! .. ,et the .~ef~ co ensure !'''.lll eup,ilIQrc :0= the :1CW' Joint 
toree r.eldq~ar~.~ •. 

5.. Se-Net:;,; ... ; .Pendir..g final 6eciaio:':s 0:2; ~h. tJ=if!.e:c! COJD:'M.:lIQ 
?lan. CJ'FkQ-HLS ",·!.ll c:-gar.:i.ze t:he J'::-HQ-!i!.:S s:.aff U:'.!.1.!.:i.ng ~!:. 
~otrlxed p.;sort~el ~5,~cd tD ~he fo~= Ho=elL~d Secu=!ty 
Di=ecto~ate. CJ~!!O-F.l.S ";11 coo"c!in"te dth the Chief of S ... ff. 
u.s. J'oif'!.!:. Forces (:0fr::Inr.;:;I" to c!.velol) • c!:-.:!t Joinc. kar.:d.:'log 
~.l:r.en1: .:us:- t,abl •• for 9q".z:'p::aeftt a.nd !Acill~.i.es -:'0 co:n;;.le';e the 
e~t.ha .. t!D!l p::oc.ss. ?inal reco=necdac:.o:\s will be suJ:.jiecc ~o 
!:!t. e.pp:cve.l of ~he Co:r;aAJ;de~ in C!11a.f .. U .. S Join:. F'ore~s 
Coftln~d. 

6. Reacr...back eo O.S'. J'oir..': ?orce.s Co:t:M..~· St.!!: ':'he Chie! 00::: 
-J- S;'A'!:f will "Work elosely with th. CJY:iO-HLS to ensure the riot:::. 

c:o;nb!..:latiO;l of =Q.e.c!'l-ac:jc and ..ri"aO C'.a:=5..ng ~o ensure inc:~eao1ed 
:nisslon c:.pability for the! JF:-!Q. U .. S • .;oint. ?orc:es Coc:;:o.a.,cI 
sta:t ","ill auppo=-: JfHo-!'.L.S. wi,':.n lip.eifie 6tt~C!on eo Deeti:!g 

Attachment 1. CINe US,JFCOl\1 Memorandul11. pnge 1. 

·FOR OFFIOIAL USE ONLY 
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-i=OR OFFICIAL USE ONLY 

ttd&.iQn-c~itLcal needu ~n p~so~n.1. budg.~. fac11!~~es, 
e~i~en~. ~nd ~~a1ni~g. o~~acially du~lng e~e eD:ly p.riod 0: 
eccivot:ion.· 

? Cocrd.1n&-eion, This z:.ctIftO::anQ",,\."n serves :'0 in!.t:!.a.e • 
• ppropri&~e pl~~i~g. ccord1na~1cn, and ~e.o~rc~ng ~ith~n ~he 
tJSJFCOlf """U ~d JFHO-SI,.S. 

~....--.,.-
\-J. P. Y.E~lm 
General, ~.S. A~ 

Dl.su·U,u~io,,: IUSJFCOH1HS"l' SEOS.JJ.1 
L:S.s~ 4: and It 

Copy to: 
Lic~ !X% A. '39 

2 

Attachment 1, CINC USJFCOM i\!ell1.orand\\Ill, page 2. 

FOR OFFIOIAL USe ONLY-

16 

. SECRET/INOFORN 

j 
i 
I 

I 
I 
I 
I' 

f , 

I 



SECRET/INOFORN 

SECRETfNOiORH 

Appended below uro the Joint FOl'cs Headqunrter:J, Homeland St'Curiry 
Command's replies !() the ConSIl!ssional Inquiry quc~tiOl1S tasked by VAD)I .. I 
Wilson. HLS poe is Lt. CoL Jim Gieskell, HLSII03, DSN 83G·0458. 
J FCOMlJ2 poe is Maj. John Robinson, J237. DSN SSG-GO06. JFHQ HLS/J2 
executes thl! HLS mis~i()n for Joint Forces Command. Accordingly. this 
cOllstitutes ,I combined JFCOM/J2- JFHQIHLS l"CSPOIl!1C. 

1. Did yOU!' agency hllve lillY infol'lIuuion prior to SeptClmbcr 11. 2001. 1.0 

S\1!:gt'st that inlc,.,lational ten'ol'ist Illanned an imnlillent attack on n targeL 
or tnrgers in the United Sllltes? If so. please set Ihis illrormn~ion Ilside for 
re\i(:w by the staffoflhe joint inquilj·. 

~o, JFHQ HLS did lIot exist as un ol'gani~tioJl prior to September 
n.2001 . 

. , Did ~'OUl' agency Ila\'e infol'malion prior toO September II, 2001, to sugge~t 
that, intcl1lut.ional tcrrori..<t,C(>lIs \1'(11'(1 opemting\\'ithin the United States? If 
KO, pl(1ase $~~ Ih~ iIlIol'm"tilll1ll~ide Ihr re~iew b:; Ihn staff of the joint 
illC)\lir.". 

No, JFHQ HLS did not erist as an organh'-lition prior to Septenlber 
11,2001. 

3, Did )'our IIgene)' hn\'e nny infol'lllalion on the hijackers im'oh'ctl in the 
nttllcks before Seplemo(!r 11. 2oo1? 'If so, 1IlllllEe S('t this iafonllRtiollllsicio for 
l'e\'ie\Y b}' the staff of thc joint in1Iuit-y. 

No. JFHQ HLS did not exist as an organization pl'ior to September 
11,2001_ 

4, Pillase sct aside fOl' l'e\'u,w by the stall oC tbe joint inquiry an)' iufo11nntion 
)'0\11' Ilgency has obtaillod since Sept.embcl' 11,2001 about the bijackel's (e,!:. 
their backgrounds. their Ilrior invoI\'emcnt in torl'orist nr.tivities t.heir 
adlllitt.aoce into the U.s .. their activitios while inlhe U,S.) • 

• JFHQ HLS J2 has had access tl.) classified inf01'll1atioll and reporting 
produced by the national intclUgence community, to include CIA, 
DIA. Nr~IA, and NSA, lind the various contmands and agencies. This 
information was widely available 011 the collateral and Top Secre,t 
Special COml)artmcnted Information (SCI) networks. 

-SeCRET) NerORN 
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8. Does nnr of Ihis infornlatioll, ill the ,'iew of )'our agt'nc)', "u~"~1 
:let ions tbat ~houJd bave b~elllnkell eitber by )'our 11!,.'I!ncy 01' other agencies 
,·is·,i·vis the hijacJ,:~rs andlor their (lccompliccs plioI' to SPlllember 11, :1.001 
but were 110t? If ~O, Jll~n5e describe them. 

~o, JFHQ RLS did not c"ist as an ol'gallizlltion priOl' to Septembel' 
11,2001. 

iI. Di(lyollt agency perform a "Jlo~t'lIlaI1em" or "\cs.sons learned" e"II\untioll 
"" a \"(lsult of the Selllclllbcr 11, 2001 attllcks'! Ir.o, please J)foville a cop),. 

1\0, .JFHQ HLS did not c:dst liS lin orgnnizatiol1llrior to SClltcl1lbcr 
11, ZOOI. 

(t Hns your agency Ilrepnred :11Iy finished intelligence reports (e,g. analrscs, 
.ummaries) !illCC Septelnbcr 11, 2001 conct!rning the hijnckcl'S i11\'Qh'cd ill 
~ho lit tacks. e,g. their backgl'Ound, the circunlstancc~ ofthl/ir ntimiFsion into 
the United States, theil' IIctivities while in the l:nited Stlltes? Ii so. please 
id~ntiIY these reports b~' title nnd s.et IllIHD :u:ide Cor review by thl! SIal! of the 
joint inquiry, 

S. What does rOUl'agency cOI~icleL' its -1l1arclling urtlol's," both Jln~l (~inl'C 
1985) and Ilresenl, in lerms "tits l'e!'Pollf'ibililies in the cOlmtcr·lcn·orisllI 
nrena. i.e. ,,,bat docllments !!smblisb rour I'(,quiremcnts and t)riDri!ies? 
PlellSe identify the!<e by title nnd ~ct thenl nside {or review b)' the .tarCorth!! 
joint inquiry. 

• ~IClllol'andunl frolll CINe USJFCOM, Activation of PJ'ovisional 
Joint Force Headquarters - Homeland Security, 24 Jail 0:1 (sec 
attachment 1) 

• :\Iessage - CJCS DTG 161950Z OCT 2001 (see attachment 2) 

10 .. -\part fl'OID enh:!lIl'l!d funding and pcrsonnellel'eis. hasyollr ~genc}' 
mnde nny significallt ol'gallizntional [>1' Ol)el'lltionnl chnm;es FincQ the 
September 11, 2001 alhlck. in order (0 PO!>itiDll i~l£b"'lIer to warn oC 01' 
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prevent. lel1''IIrist mlack Hy;1ill~llhe lInited Srnlt's w the f\\lure'l [fso. plenso 
d~scl'ibtl 'hem. 

Yes. USJFCOi\l cl"cmted a Homeland Securitl' Directorate 011 1 Oct 01 
that transformed 011 1 Feb 02 Into II separate command known liS ~he 
.101nt Force Hendqu8l'tcl's fOI' Homeland Security (JFHQ..HLS). The 
current US.jFCOM HLS n,ission statements are as follows: 

1l.S. Joilll Forc.!$ COlIIlIIQlld cOli/lifers srL~tailll!d moritimt IIHlI 

Imld operations w;ll,llllht t/csigllfJlell JO;/Il OperfJ/ions ATell 

(JOA), nml SfmpoTls C1NCNORAD ill ncroslJoct: Ilefellse 
OPCTIltiOIlS. (0 Ileler. mel'elll. Oliff. ;(IIccesslm·. Ile!?al 

m:grl!SSiOll nl/1/cll at U.S.lerriIU1}~ its populatloll. alllf 

tlesiCllall!,l crilimlll1jTIIstrllclllre: prOI'itles ,II/liltro' A,rsislollC'1! 

'" CMf Allt/",rities wilhilllht JOA III SIIPPOTt of Nil/Ianni 

HOlllel'llld Sec"ril), efforts; amI prOl'ides ctlll/bot reatl!, ioillt 
li1.!!iD.;n !wpport uf COlI/bOIOll1 CINCS-nll of willcli 'ul!!!Jr. II,~ 
;\'oIIIJlI 10 nlllilllllill (frel/pm o(O(:(IUII 10 II~knllll~ IIITeol {If 

'errori.~l/Il1·orldlride. (r:/fet'lia't ~l 0,'1 ]OOf) 

This mission statement is the foundation for allintcl\lgence 
production, exploitation, and dissemination DC JFHQ HLS products 
alld analysis. The correspondillg Priol;ty Il1telligence Requirements 
tllnt have driven JFHQ HLS J2 Bctions Brc as CoJlOlVS: 

ISECRETIIREL CAS) PIR·Ol. Imminent terrorist a thIck· ",hel'e and 
when nre inmunent terrodst attacks planl1ed? (CCIRs S.A.9, S.B.I, 
3.B.5, 3.C.63.e.8, 3.e.9) 

(SECRETIIREL C.-\N) PIR-02, CBRXE attacks - wbere and what IIrc 
imminent tarrorist thl'cats using CBRNE threats in the JOA and 
against coalition countries? (CCIRs 3.A.!, 3.A.9, 3.B.1. 8.B.5. 3.C.6. 
3.C.7, S.C.S, S.C.9. 3.C.lO) 

ISECIlE'I'IIREL C:\.'l) PIR·03. Vulnel"uhilities III tho JOA. What Tier I 
critical infrastl'ucture and 10 capnbilities are InO$t vulnerable to 

8eGReT1NOFORN 

19 

SE€RE1¥INGFORN 



SECRETIINOFOIL"'l 

~ECRET" tJeFeRH-

attack or pl'o"ides a high value tnl'get to tCI'rorist orgun[:o;atiol1s? 
(eeIRs SAl. 3.A.9, a.B.l. 3.8.2, 3.B.5.3.C.9) 

(SECRETIIREL (;,\1') PIR.O·I,IO capabilities and .threat - what are the 10 
capabilities of the five TOs posing the most serio\lS threat in thl! 
JOA? (CCIRs 3.C.II, a.C.l3. S.C.l~, 3.C.15) 

(SECRETIIREf. CAX) PIR.OS, llcdia and Public Affail's Interest - what is 
tIle media interest in HLS? (CCIRs a.A.5, 3.A.9, a.A.tO. 3.B.l. a.B.2. 
3.B.5. a.B.7) 

12. Insllrm' as your n:;cnc)" ;$ ooncemc[l. what P'"OIJOrtion oCtbe inCOl"nllllion 
ruu M'Dill abour known or oU"I'p.c.ed tCl'rol'ist5 opemtion ill thc United 
Stnles or na;ainst U.S. intcI'e5ts abrond comes from your O\\'n unilatorlll 
cullection ~fflll'llt. from u.ber U.S. agellcie~. nnd from ~"Uur agene)"'s liaison 
wi. It foreign COtl1l1el-PArt$? On the Q\'crage (Inking at \C1l51 n month's 
enlllpl~). ho\\' mnnr such reports ,,"oul,l your agency rCCl'i\'1! ill II gi\'en day'l 
\\"ha~ liD rou do wilh the iufurmatiun that.yuu rewh'c in a giv('n dll)'? Whm. 
do you do \\"illl the illfol'lnmioll that you l'ecei'"E" frol1l your unil:ttcr"l 
cullcction effol1s. from otbar U.S, agencies. an(1 froDI }'our I\l:e\l~j"s linisGu 
willi foreign CQunlt'l-PIlIU? 

All intelligence and information "cporting JFHQ HLS J2 processes 
comes irorn other D(lD and law enforcement agencies. We \'ecclve 
hundreds oClnputs evel'y day. JFHQ HLS J2 pl'oduccd dally 
bl'icfings for tbe HLS CG and disscmhultcd this infol'matioll to " 
\·ariet)· of customers to include natiol\1\1 intelligence community 
(DIA, CIA, NSA) entities and various commands through the CONUS 
(USSPACECOM I NORAD. USTRAl':SCO?tL USSOUTHCOl'tl, 
USFORCECOllI. USCENTCOl\I). The products were a compilation or 
current intelligence available on collateral and SCI networks and 
hlw ImforcernclIt iufol·mation. JFHQHLS J2\l1"oduccd this dail)' 
product starting ill October 2001 and cOlltinued tlll'ough Fcbl'uary 
:l002 (sec nttachment 1) 
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Compilation of JFHQ HLS JZ OoUy Threat BrlenDgs 
Date File Name (.PPTI 
2001 

12-Oct-01 . HSL Siluational AlWireness as 01 12 0cI 01 
15-Oct.OI 1&1 TOP'O_'50Cl 
16.()d·OI 1&1 TOPID IS0ct 
17 -Ocl-OI 1&1 TOPla: HOcl 
2S.Qct-01 II CROP 25 Oct 
25-Oct·QI II TOPIO 250ctGenser 
26·Oct-Ol II TOP10)SOclGenser 
29-0Cl·01 II TOP10_29Oc1Genser 

7-Nov-01 
8-Nov-D1 
9·Nov·Ol 
12-Hov.()1 
13-Nov.()1 
14-Nov-Ol 
lS-Nov-OI 
16-Nov-Ol 
19-Nov.()l 
20-Nov-Dl 
23·Nov-01 
26·Nov-Ol 
2i·Nov·Ol 
28-Nov'()l 
29·Nov-Ol 

3-0oc·Ol 
4-00c-Ol 
5-000·01 
e-Oec-Ol 
7.Dec-Ol 
".Qec·Ol 
12·0eo·01 
13·Oec-Ol 
14·0e .. Ol 
17-Oec-Ol 
18-0.0-01 
21·Dec-01 

II TOP10JNovfinafGenser 
" TOP10_SNo.nnolGensar 
II TOP1D_9NovrmalGenser 
II TOP10_I2NovfInaI 
II TOPIO_13NovrAat . 
II TOPIO 14NovAGenser 
II TOPI(I5NovAGlOnser 
II TOP10_16Navafinal 
II TOP,O_'9Nov_final 
II TOPI0..20Novf 
II TOP1D_23Novb 
" TOPID_26NOVGenserb 
II TOP10_2TNOVGENSt;RB 
II TOP10_28NOVGENSSR 
II TOP1D_29NOVGenser 

II TOPID 3 DeCEM8ER01GENSER 
II TOPIO: 4 DECOlgenser 
II TOPID 5 OECOIGENSER 
lI'rOPIO) DECOIGENSeRl 
II TOP1DJ DECD1Ger~SER 
II TOPID_', OEC01GENSER 
II TOP10_12 DECOIGENSER 
II TOP10_'3 OECOIGENSER 
II TOPIO 14 OeC01GENSER 
II TOP1(,7 OeC01GENSER 
rr TOP10_18 DEC01GENSER 
II TOP1D_21 OECllIGeNSER 
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2(J02 
2-Jan-02 
3-Jan-02 
7-Jan-02 

I
, 8-Jan-02 

9-Jan-02 

I
I 10-Jan-02 

l1-Jan·02 
i 14.Jan-02 

I, 15-Jan-02 
. 16·Jan-02 
II 17-J;n-02 
, lSoJan·02 

'! 22·Jan·02 
23-Jan-02 
24·Jan-02 
25-Jan-02 
28-Jan-02 
30·J .. ~-02 
31·Jan·02 

l.feb·02 
7.Feb-02 
8-Feb-02 
11·Feb-02 
12-Feb-02 
l3-Feb·02 
14.feb-02 
I9-Feb-02 
2o.Fe!>-02 
21·Fob-02 
22oFeb-02 
25-FeI)o02 
26-F&b-02 
27-Feb-02 

SECRETIINOFORN 

02JAN02 Threat Briel 
03JAN02 Thre •• Briel 
07 JAN02 TIlT"' Briel 
03JAN02 Threat Brief 
09JAN02 Threat Brief 
1 0JAN02 Threat Briel 
l1JAN02 Threa' Btief 
14JAN02 Threal Brief 
15JAN02 Thr •• t Brief 
ISJAN02 Threat Brief 
17 JAN02 Threa. Briel 
lBJAN02 Thre •• Briel 
22JAN02 Threat Briel 
23JAN02 Threat Briel 
24JAN02 Thteet Bnaf 
25JAN02 Threat Briel 
28JAN02 Threat Brief 
3OJJ.N02 Threat Brief 
31JAN02 Threat Brief 

01 FEB 02 Thtea1 Briel 
7 FEB 02 Threat Bri,f 
8 FEB 02 ThrHl Briel 
11 fEB 02 Threat Briel 
12 fEB 02 Threat Briel 
13 FEB 02 Threat Briel 
14 FEB 02 TlIreal Briel 
19 FEB 02 Threat Britf 
20 fEB 02 Threat Briel 
21 FEB 02 Thrtat Brief ' 
22 fEB 02 Threat Brief 
25 FEB 02 Threat Brief 
26 FEB 02 Threat Briel 
27 FEB 02 Threat Brief 

---5EGRET J NOFORN-
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Appended bt'1(tw arc th~ Joint· Forces Il1relli!:~nce CunuIlami"$ I'!lplie!:; to the 
Con~l'Cssionnllncllli:y questionstnsked by VADlIl Wilson. JFIC POC is CDR 
)/ike Villareal, JFIC ADJ, DSN 83G·i16G. Jl'COZIIIJ2 poe is Maj. Juhn 
Robinson. ,IFCOlUJ237, DSN 830·6006, 

1. Did rom' ngcmcy bave nlly inCormation priol' til Seillembel' 1),2001. 10 
.u;ge~t thnt internatiollul rcrr0l1st planned 'Ill imulinC!JIf attock on a larget 
Dr Illl'gels inlhe United Stntcs~ Iho, please ~ct Ibis information aside for 
I'e"iew by Iho stnn'of tho joint inquhy, 

~o. 

2. Did yom'agency bal'e inforDlation prillI' to SliplclIlber 11, 2001, 10 suggest 
rbn~ inlernlll.iDIl:11 tel'I'DI'jRt L .... lIS 1I'I!I'e ol'BfIlting williin rhe United St.11I!S'! If 
>iu. plcll$e ~"L this infQl'nmrilln n~ide for rll"iel\' b)' the "taff(,fthe joint 
inquiry. 

No, Pl'iol' to Sept 11, 2001, neither .JFCOllf nor JFIC ta'ackcd fOl'eign 
threat or "ther torl'orist ncth'ity in the United States: prior to 16 
Oct, corms was not within JFCOllll.JFIC's AOR. In response to 
crNCUSJFCOM's Joint FOI'ce PI'o\'ider ll1is~ion, JFIC maintained 
global situational awareness fOl' areas outside of the USJFCOiU AOR 
and bl'lefed pel'linent information available a'om other DoD 
intelligence channels Cor the JFCOll J2, but did not track any 
information or retain it. 

3, Did your agl!ncy ba,'c any infonuatioll 011 the hijackers in,'olvod inlhe 
attllcks before September 11, 20tH? Iho, prease ~et this inConnalion aside for 
I'o\'io\\' by the stnlToflhe john inqllil,)', 

No. 

·t. PJca$e Sell aside fOl' l'iwiew by the slaff of the joint inquiry an,. infol'ln:tlion 
)'0111' ngell<.',}' hilS obtained SiIlL'I! ScptC!mbcl' II, 2001 about tile hijackerR (e,g. 
their backgrounds, lheil' pliol' ill\'ol~ellleIlL in tel'rtIrist aclifitie$ their 
:tdllliitnnce into the U.S" th<1ir I)ctil'ilie$ while in Ihe U.S.), 

JFIC lias 110 orlgjalal SUlll'ces or unillue l'epoI'ling about the Sept U d • 

hijacl.cI's, All informaticm recch'ed by the con\mund ori~';l1ated with 
other ngencies. 
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n. Does nlly of this infonunrion, ill the "iew of ~'OU1' ngenc~', >,\lggeM l1.:1ion5 
that .hould h:l\'c been tnken eithcr by your l1\l1!nc)' or 01 her ngcIlcic3 vis-li·vis 
the hijackers atlMor their accomplicoE PI';UI'W Sept em her 11. 200111\11 wel'c 
not? If so. l.lcll:Sc dC!;t11hc thenl. 

No, 

;i. Diel rour agency l'erfOl'm 1\ "I'0st.l\ltll"tenl" or "Ie~sons 1~lIm~d· evaluation 
as a toe suit cflhe Septelllber 11, :2001Iltl'nck~? If.o, ple"..e Jll"odtle II ~ol>Y. 

No, flowever, CINCUSJFCOM was tnsl,ed with responsibility for 
Homeland Securit)' (HLS) 011 16 Oct 01. JFIC i.nd nIL'cady 
established a crisis action SI1PliOrt cell (CAS C), The effort 
subsequentlye\'ol\'ed to a larger (ootpl'lllt dedicated to a 
POUUIUFP situational awarcltcss l'ecap of othel' agency rel)Ortiltg 
of potential telTorist ncd"it)' both CONUS and OCONUS, l~ocus 
areas wore based on CINCJFCOM CCIR a,od .JFCOM J! PIRs: 
Thrents to CONUS; OCONUS thL'ents; Terrorist Group Analysis; 
CBRN anal)'!;is (for support to CO\lsequcnco Management), 

fl. H,~5 )'our :til'lICY prepared :tny finishc(l intelligcnce I'cports (c,g. annlyse~, 
summaries) sinco &Optt'lIlber n, 2001 coltccnling the hijackers in\'Oh-cd in 
the nttncks, e.g. theirb21.ckgrDund thc ciruuluEtanccs "flhuiradmis,;ioll into 
the linitl1d Stnte!', their actj,·ilias while in t.he United Slatos? 1C so, plen~e 
idcnli(\' Ihci'C repol'ls by tide anti set thelu aside Cor t'e\'il"\' b)' the sinff of the 
joim illquiry, 

No, 

5, Wbat docs YOU!' agency consider its "marching ordol'$.· both pnst (~ince 
1085) nnd pre~nt, in terms of it.s l'1l$potu;ibilities in the counter-terrorism 
8r<'nn, i,e, what documents ostnblish your rcq,\ircmcnts and priorities? 
Plcnse identiC)' these by title and >'I1t them asidc for I'C\'ic\V b}' the staff of r.he 
ioint inquiry, 

JFIC's CQuntcr-tet'I'OL'ism focus bas changed o\ler the )'cal's: 

a. 199a-1999: Focus on milital'Y op<ll'ations conduct cd by 
USACOM fOI'C<l5 Hniti, 
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h, Fn1l1999-Sep 11,2001: jo'ocus on Asymmetric Threats 
OCONUS to include terrorism and CBRN issues, As Joint Force 
Provider. emphasis was on forco prote(.'tlon for JFCOllI Components 
nnd suPPOi't to JTF-CS (Joint Task Force-Ch·U SUPI)OI't) •• JFCO~I J2 
and .JTF-CS PIRs set the requirements. 

Co Sep 11. 2001-Present: Focus on terrorism \\'ol'!dwlde to 
include COI\;lJS. (JOINT FORCE PROVIDERIHLS lIfission) .JFCO]U 
PIRs, HLS PIRs, and the USJFCOllf Homeland Security Campaign 
Pion set the requirelllents. 

10, Apart fl'Om enhullced funding and pel'sonnellel'l.·i~, has your :Ig(.'lICY 

Illudo lin)' significant orl;Allizationaior operational changes since lhe 
S"pu,mbel' 11. 2001nrincks in order to position ir~lfbeUcr tf) wllrn of. or 
1)I'{.'\'enl, lorl'ol'ist attllck ogllinst Ihe United States in Ille fUlure? If su, "Iellse 
describe th~tn, 

Using Defense Enlcrgency Relief Fund (DERy) sUPJ)lel11entalliinding 
and some e:tisting manpowcr temporarily realigned from other 
mission areas, JFIC established a sepai'ate POL/IlIlUFP Analysis 
brnllcb to support tile JFCOAf J2 alld the Standing Joint Force 
Headqllal'ters-Hoilleland Security. Based all CINJFCOM CCIR and 
JPCOllI J2 PIR. this hl'anch focuses on: Tllrcllts to CONUS; OCONUS 
threats; Terrorist Group Analysis: CaRN alia lysis (for supJ)ort to 
Consequence Management), The brllnch established databases to 
trllck tcrrorist lIeti"iti",s and lIusllicious e\'ents in CONUS in order to 
conduct situ8tiQnru awanmcss fusioll Dlld IInalysis. 

12, In .. "Ofnr ns ),our nl!~n~'Y is concerned, l\'Im! proportion of tbe lnrlll1natioll 
you obluin about known or su~pectc.>d ICl'I'ol'ists operation in tbvUllited 
Slates 01' against U,S, inlel'estl1llill'oud WUles froln raUl' 0\\'0 unilateral 
collecriun vfforts, frOID olher U,S, agencies. and fronl your agenC)"s Iinisoll 
WiLh foreign counterparts? 00 the a\'era:e (tIIkillg nt leasl n Inonl.h's 
sample), how Innll~' ~uch reports would your agency r~«,h'e ill n gi\'en day? 
What do YOII do ",ir.h Ihe information tbnt you receive in a given day? What 
do you do "'jth the information that you reroh'e fronlYOUl' \mil,\t(,1'II1 
colloL'f.ioll efforts. (Illm olhel' U,S, llgencie~, lind fI'tJllI your ngenL'r's liaison 
with foreign e<mnlerparts? 
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JFIC dOC611ot COl\(1ut:t any unilntel'nl collection in CONUS, nor does 
it conduct liaison with (ol'elgl' cllunterparts concel""in!l 

COu'ltcl-tenorism issues, 
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Appendix D. (D) Report Distribution 

Department of Defense Organizations 

Under Secretary of Defense for Policy 
Commander, United States Joint Forces Command 
Director, Defense Intelligence Agency 

Inspector General, Defense Intelligence Agency 
Commander, Joint Transformation Command-Intelligence 

Non-Department of Defense Organizations 

Director of National Intelligence, Inspector General 

Congressional Committees and Subcommittees, Chairman and 
Ranking Minority Member 

Senate Committee on Appropriations 
Senate Subcommittee on Defense, Committee on Appropriations 
Senate Committee on Armed Services 
Senate Committee on Homeland Security and Governmental Affairs 
House Committee on Appropriations 
House Subcommittee on Defense, Committee on Appropriations 
House Committee on Armed Services 
House Committee on Oversight and Government Reform 
House Subcommittee on Government Management, Organization, and Procurement, 

Committee on Oversight and Government Reform 
House Subcommittee on National Security and Foreign Affairs, 

Committee on Oversight and Government Reform 
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